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Prawo nowych technologii mozna podzieli¢ na dwa podstawowe obszary: a) prawo Internetu oraz

b) prawo przelomowych technologii (disruptive technologies).

Prawo Internetu obejmuje akty prawne i wytyczne organéw nadzorczych (regulatoréw) dotyczace miedzy
innymi: a) zasad $wiadczenia wustugi elektronicznych, b) handlu elektronicznego, ¢) marketingu

elektronicznego, d) zarzadzania danymi w Internecie (realizacja Europejskiej strategii danych).

Prawo przelomowych innowacji (,disruptive technologies”) to z kolei akty prawne i wytyczne regulatoréw
dotyczace miedzy innymi: chmury obliczeniowej (CC), sztucznej inteligencji (AI), Internetu rzeczy (IoT),
blockchain, kryptowalut, aut autonomicznych, drondéw i robotéw przemystowych oraz gig economy

(,gospodarka na zgdanie”)

Wiekszos$¢ Zrédel prawa nowych technologii to akty prawa Unii Europejskiej (UE), uchwalanych przede
wszystkim w formie rozporzadzen, a mniejsza tylko czes¢ w formie dyrektyw. Dla podkreslenia wagi nowo
przyjmowanych Rozporzadzen czesto przyjmujg one nazwy ,Aktéw” (np. Akt w sprawie uslug cyfrowych,

Akt w sprawie danych, Akt w sprawie sztucznej inteligencji), nie ma to jednak znaczenia prawnego.

Akty Unii Europejskiej maja zastosowanie réwniez do podmiotéw majgcych siedzibe poza UE, o ile tylko oferujg

one ustugi uzytkownikom znajdujgcym sie na terytorium UE (,, The Long Arm of European Tech Regulation”).

W wielu nowo przyjmowanych aktach prawnych z zakresu prawa nowych technologii, implementowana jest
zasada proporcjonalnosci, zgodnie z ktdrg zakres nakladanych obowigzkéw powigzany jest z wielkoscig
i rodzajem swiadczonych ustug; z szeregu obowigzkéw zwalniani sg réwniez mikro i mali przedsiebiorcy

w rozumieniu zalecenia Komisji Europejskiej nr 2003/361.

W latach 2025-2026 r. po raz pierwszy ustanawiani zostaja ,regulatorzy Internetu”, wyposazeni w kompetencje
do naktadania wysokich kar pienieznych o wysokosci maksymalnej do kilkudziesieciu milionéw Euro lub nawet
20% rocznego swiatowego obrotu danego dostawcy uslug w poprzednim roku obrotowym) istotnie zwigksza
sie wiec ryzyko prawne prowadzenia dzialalnosci w Internecie. Nadanie nowych uprawnieri regulatorom
nastepuje poprzez poszerzenie kompetencji juz istniejacych organéw (w Polsce m.in. UKE, UOKiK, UODO),

planowane jest réwniez utworzenie nowego organu (Komitet Rozwoju i Bezpieczeristwa Sztucznej Inteligencji).

Nowoscig jest rowniez to, ze nad przestrzeganiem przepiséw danego aktu prawnego ma w niektdrych
przypadkach czuwad nie jeden, ale kilku regulatoréw (ryzyko ,overlappingu” regulacyjnego); przyktadem jest
Akt o ustugach cyfrowych, nad przestrzeganiem ktdrego przepiséw czuwac ma dwdch regulatoréw — Prezes
UKE oraz Prezes UOKiK.

W poszczegdlnych aktach prawnych pojawiajg sie réwniez mozliwosci skltadania przez osoby fizyczne
indywidualnych skarg do organdéw na dziatlalno$¢ podmiotéw $wiadczacych uslugi w Internecie, a takze
wytaczania powddztw cywilnoprawnych (niezaleznie od ewentualnie prowadzonych spraw administracyjnych

przed organami nadzorczymi).

Ponizej przedstawiony zostanie stan prawny odnos$nie poszczegdlnych obszaréw prawa nowych technologii,
ze szczeg6lnym uwzglednieniem aktéw prawnych przyjetych w 2025 roku, jak réwniez tych ktére maja zaczgé
obowigzywadé w 2026 roku lub nad ktérymi w tym roku prowadzone bedg prace legislacyjne w Unii Europejskiej

i/lub w Polsce.



2. AUTA AUTONOMICZNE

Autonomiczny pojazd to samochdd wyposazony w zaawansowane systemy technologiczne, ktére umozliwiajg
mu poruszanie si¢ bez udzialu kierowcy. Zgodnie ze standardowg skalg autonomizacji pojazdéw, opracowang
przez Stowarzyszenie Inzynieréw Motoryzacyjnych (SAE), wyrdzni¢ nalezy sze$¢ pozioméw autonomii
pojazdéw, numerowanych od O do 5. Poziomy 0-2 traktuje sie jako systemy wsparcia kierowcy (kierowca
odpowiada za prowadzenie), a poziomy 3-5 jako faktyczng automatyzacje jazdy (system przejmuje caly lub

prawie caly ,dynamic driving task”).

Podstawowym aktem prawnym w Unii Europejskiej dotyczgcym aut autonomicznych jest Rozporzadzenie
wykonawcze Komisji (UE) 2022/1426 z dnia 5 sierpnia 2022 r. ustanawiajace zasady stosowania
rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2019/2144 w odniesieniu do jednolitych procedur
i specyfikacji technicznych w zakresie homologacji typu systemu zautomatyzowanej jazdy (ADS)
pojazdéw w pelni zautomatyzowanych (Dz.Urz.UE.L Nr 221). Rozporzadzenie to okresla szczegSlowe

wymagania techniczne i proceduralne, ktére muszg spelnié¢ systemy zautomatyzowanej jazdy (ADS), aby

pojazdy wyposazone w takie systemy mogly uzyska¢ homologacje i tym samym by¢ dopuszczone do ruchu.

Rozporzadzenie 2022/1426 stanowi wazny krok w kierunku dopuszczenia do eksploatacji aut autonomicznych,
ale nie jest jedyna regulacja dotyczacg tego rodzaju pojazdéw. Konieczne jest bowiem dostosowanie innych
jeszcze przepiséw, w tym przede wszystkim o ruchu drogowym. Niektére panstwa czlonkowskie

Unii Europejskiej wprowadzily w zwigzku z tym regulacje dotyczace testowania i, w ograniczonym zakresie,

uzytkowania samochodéw autonomicznych (np. Czechy, Holandia, Niemcy, Szwecja).

W zwigzku z powyzszym, w Polsce w ramach nowelizacji Prawa o ruchu drogowym z dnia
7 listopada 2025 r. (Dz.U. 2025 poz. 1734) zawarto przepisy dotyczace ,pojazdéw autonomicznych”,
w rozdziale o pracach badawczych (art. 65k—65n), wprowadzajac legalng definicje pojazdu autonomicznego
oraz ramy ich testéw na drogach publicznych. Co do zasady nadal obowigzuje klasyczne zalozenie, ze w ruchu
musi by¢ kierujacy spelniajacy wymogi ustawy, a systemy wspomagania jazdy sg traktowane jako wyposazenie
pojazdu, a nie ,kierowca”. W trakcie badan ustawodawca wymaga, aby w miejscu kierujacego znajdowala sie
osoba z uprawnieniami, zdolna w kazdej chwili przeja¢ kontrole nad pojazdem, zwlaszcza w razie zagrozenia
bezpieczenistwa ruchu drogowego. Prowadzenie testéw na drogach publicznych jest dopuszczalne tylko po
uzyskaniu zezwolenia administracyjnego, okresleniu obszaru, czasu, liczby pojazdéw i spelnieniu wymogdéw

bezpieczenistwa

Nowelizacja prawa o ruchu drogowym, dotyczace testow pojazdéw autonomicznych, wchodzi w zycie

w dnu 24 czerwca 2026 roku.


https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4ytoobrha2deltcmfzwsyy

3. BLOCKCHAIN

Z uwagi na kompleksowe wykorzystanie technologii
blockchain, ktéra moze by¢é miedzy innymi
wykorzystywana w energetyce, finansach czy
aktualnie nie planuje sie

ochronie zdrowia,

w Unii Europejskiej, czy Polsce wuchwalenia
kompleksowej regulacji prawnej dotyczacej jej

stosowania.

W obecnym stanie prawnym, blockchain jako taki

nie ma charakteru odrebnej instytucji
prawnej, ale jest technologia, ktdrej wykorzystanie
w  okreslony okreslonym

sposéb czy w

sektorze, moze skutkowad zastosowaniem
konkretnych regulacji prawnych. Przykladem jest
regulacja prawna kryptoaktywdéw, ktdre stano-
wiag jedno z mnajwazniejszych zastosowan
technologii blockchain w sektorze finansowym.
Technologie rozproszonego rejestru (Distributed
Ledger Technology, DLT), ktérej blockchain jest
najpowszechniejszym  typem, stluzg bowiem
do ewidencji wlasnosci aktywéw. W tym zakresie
zastosowanie znajdujg przepisy Rozporzadzenia
Parlamentu Europejskiego i Rady 2023/1114 z dnia
31 maja 2023 r. w sprawie rynkéw kryptoaktywdow
dyrektywe (UE) 2019/1937

(Dz.Urz. UE L 150/1), zwane Rozporzadzeniem

i zmieniajacego

MIiCA. Cze$¢ z tych przepiséw zaczela obowigzywad
od dnia 30 czerwca 2024 roku (art.149 ust.l),
a pozostatle od dnia 30 grudnia 2024 roku (art.149
ust.2). Stosowanie przepiséw MiCA umozliwié¢ majg
przepisy krajowe. W Polsce ustawa kryptoktywach
(zob. pkt 13 ponizej).

Istotny wplyw na rozwdj technologii blockchain
w sektorze finansowym ma réwniez Rozporzadzenie
nr 2022/2554 z dnia 14 grudnia 2022 .
w sprawie operacyjnej odpornosci cyfrowej sektora
finansowego (Digital Operational Resilience Act,
DORA), ktérego przepisy zaczely obowigzywad
w dniu 17 stycznia 2025 r. (Dz.U.UE L 333/1).

Zaktada si¢ bowiem, ze wymogi okreslone w DORA
stwarzajg szans¢ na budowe bardziej stabilnego
i bezpiecznego ekosystemu finansowego opartego na

tej technologii.

Pewne wycinkowe regulacje prawne dotyczace
blockchain, przyjete zostaly takze w polskim
systemie prawnym. Przyktadowo, w art. 300*' § 3
oraz art. 328' § 3 kodeksu spétek handlowych,
umozliwiono spdétkom akcyjnym oraz prostym
spotkom akcyjnym prowadzenie rejestru akcjo-
nariuszy w formie rozproszonej i zdecentralizowanej
bazy danych, a zatem z wykorzystaniem technologii
blockchain.

Poza przepisami ustawy o kryptoaktywach,
ktdrej przyjecie planowane jest w tym roku,
w 2026 roku nie zaczng obowigzywad przepisy
aktow znajdujacych

nowych prawnych

zastosowanie do blockchain.



4. CHMURA OBLICZENIOWA

Zaréwno w Unii Europejskiej, jak i w Polsce nie planuje sie¢ uchwalenia aktu prawnego calosciowo
regulujacego swiadczenie ustug i korzystanie z chmury obliczeniowej. Prowadzone s3 natomiast prace
legislacyjne dotyczgce uregulowania korzystania z chmury obliczeniowej przez wybrane sektory

(np. administracje publiczng, zob. uwagi ponizej).

W praktyce, w projektach chmury obliczeniowej zastosowanie znajdujg przepisy nastepujacych aktéw

prawnych:

1. przepisy ustawy o krajowym systemie cyberbezpieczeristwa (KSC),

2.przepisy o ochronie danych osobowych (RODO),

3.przepisy sektorowe (m.in. ustugi finansowe, life science, public),

4. przepisy dotyczgce praw wlasnosci intelektualnej (prawo autorskie, ustawa o ochronie baz danych),
5.przepisy prawa cywilnego (miedzy innymi odpowiedzialno$¢ za wykonanie uméw o swiadczenie ustug

chmury obliczeniowe;j).

Jezeli chodzi o nowe akty i regulacje prawne dotyczace chmury obliczeniowej, a ktére maja zaczaé

obowiagzywa¢ lub nad ktérymi prace majg by¢ kontynuowane w 2026 roku, to wskazac nalezy na:

1.Rozporzadzenie Unii Europejskiej nr 2023/2854 (Akt w sprawie danych), w szczeg6lnosci w czesci
dotyczacej postanowien dotyczgcych zmiany dostawcy uslugi przetwarzania danych, w tym ustug

chmurowej obliczeniowej (zob. pkt 6 ponizej),

2.nowelizacj¢ ustawy o $wiadczeniu uslug droga elektroniczng, na podstawie ktdrej majg zostaé
ustanowione organy nadzorcze odpowiedzialne za przestrzeganie przepisOw unijnego rozporzadzenia
nr 2022/2065 pt. Akt w sprawie ustug cyfrowych (AUC). Chmura obliczeniowa stanowi bowiem ustuge
hostingu w rozumieniu tego aktu prawnego i zwigzku z tym dostawcy ustug chmurowych muszg réwniez
spelni¢ wymagania okreslone w AUC, a w przypadku niewykonania tych obowigzkéw, beda ponosili
odpowiedzialnosci okreslone w nowelizacji ustawy o swiadczeniu ustug droga elektroniczng, wlacznie

z mozliwoscig nalozenia kar pienieznych przez Prezesa UKE jako organ nadzorczy (zob. pkt 15 ponizej).




Istotne znaczenie odgrywajg rowniez wytyczne organdéw nadzorczych lub organéw wladzy wykonawcze;j.

W tym ostatnim konteks$cie, warto wspomnied, ze w dniu 23 pazdziernika 2024 r. podjeta zostala uchwata Rady
Ministréw nr 127 zmieniajagca uchwal¢ RM z dnia 11 wrzesnia 2019 r. w sprawie inicjatywy ,,Wspoélna
Infrastruktura Informatyczna Paristwa” (MP z 2024 r, poz.908). Zmieniona uchwala Rady Ministréw
obowiazuje od dnia 29 pazdziernika 2024 r. i ma kluczowe znaczenie dla realizacji projektéw chmury
obliczeniowej realizowanych w sektorze publicznym. Z inicjatywa ,Wspdlna Infrastruktura Informatyczna
Panistwa” i rzagdows chmurg obliczeniows, powigzane sg wydawane przez Ministerstwo Cyfryzacji Standardy
Cyberbezpieczeristwa Chmur Obliczeniowych (SCCO), ktdére okreslajg wymagania prawne, organizacyjne
i techniczne dla korzystania z chmury przez administracje rzadows, wyznaczajagc minimalne poziomy
zabezpieczen, zaleznie od kategorii systemu i rodzaju modelu chmurowego. S3 one publikowane jako osobny

dokument na portalu chmura.gov.pl.

W chwili obecnej, Ministerstwo Cyfryzacji przygotowuje rowniez projekt ustawy o uslugach przetwarzania
w chmurze obliczeniowej dla administracji publicznej (tzw. ustawa chmurowa), ktéra ma uregulowad
miedzy innymi funkcjonowanie Rzadowej Chmury Obliczeniowej, korzystanie z publicznych chmur
obliczeniowych przez administracje oraz system zapewnienia ustug chmurowych (ZUCH). Ustawa ma objagé
wszystkie podmioty administracji publicznej, zaréwno na szczeblu rzgdowym, jak i samorzgdowym, jako
uzytkownikéw ustug chmurowych. Ma ona uregulowad funkcjonowanie Rzgdowej Chmury Obliczeniowej
(RChO) jako wspdlnotowej chmury dla administracji, zasady korzystania z publicznych chmur obliczeniowych
(PChO) przez administracje oraz funkcjonowanie Systemu Zapewniania Ustug Chmurowych (ZUCH) jako
platformy nabywania ustug. Celem ustawy ma by¢ zapewnienie administracji tatwego, ustandaryzowanego
dostepu do skalowalnych uslug chmurowych w réznych modelach (IaaS, PaaS, SaaS), przy jednoczesnym
zapewnieniu wysokiego poziomu bezpieczenistwa i zgodnosci z SCCO 2025 i Krajowych Ram Oepracyjnosci

(KRI). Projekt ma wiec w duzej mierze skodyfikowaé i wyniesc tresci dzi$ rozproszone w WIIP i SCCO na poziom

ustawowy.

Na koniec, warto jeszcze odnotowad, ze w 2025 roku Komisja Europejska zapowiedziala przygotowanie
Cloud and AI Development Act, ktérego celem ma by¢ co najmniej potrojenie unijnej mocy centréw danych
w horyzoncie 5-7 lat oraz pelne zaspokojenie potrzeb gospodarki i administracji do 2035 r. Projekt ten ma by¢

przedstawiony w I kwartale 2026 r.,

Komisja rozwija réwniez tzw. EU Cloud Rulebook, czyli zbiér wspdlnych wymogoéw dla ustug chmurowych
na rynku UE, obejmujacych miedzy innymi. bezpieczenstwo, interoperacyjnosé, przenoszalnos¢ danych
i odwracalno$¢ uméw. Dzialania te s3 czescig ,Rolling Plan for ICT Standardisation” i majg prowadzié

m.in. do paneuropejnych rynkéw (marketplaces) ustug chmurowych spetniajgcych unijne standardy i reguly.



5. CYBERBEZPIECZENSTWO

Podstawowym aktem prawnym w zakresie cyberbezpieczeristwa jest ustawa o krajowym systemie
cyberbezpieczeristwa z dnia 5 lipca 2018 roku (tj. z dnia 10 lipca 2024 r., Dz.U. z 2024 r., poz.1077). Wzorowana
jest ona na Dyrektywie Parlamentu Europejskiego i Rady (UE) 2016/1148 z dnia 6 lipca 2016 r. w sprawie
srodkéw na rzecz wysokiego wspdlnego poziomu bezpieczeristwa sieci i systeméw informatycznych
na terytorium Unii (tzw. dyrektywa NIS-1). Zostala ona zastgpiona przepisami tzw. dyrektywy NIS-2
(Dyrektywa Parlamentu i Rady UE nr 2022/2555), ktdérej implementacja do systeméw prawnych
poszczegllnych panistw Unii Europejskiej miala nastagpi¢ do dnia 17 pazdziernika 2024 roku.

Polski ustawodawca nie dotrzymal jednak tego terminu.

Zgodnie z dyrektywg NIS-2, dotychczasowy podzial na operatoréw ustug kluczowych oraz dostawcéw ustug
cyfrowych zostal zastgpiony podzialem na podmioty kluczowe i podmioty wazne, nakladajgc na nie
jednoczesnie szereg nowych obowigzkéw. Przewidziano réwniez wlaczenie do systemu cyberbezpieczenstwa
dodatkowych branz, ktére do tej pory nie byly nim objete (np. zarzgdzanie ustugami ICT, produkcja,

przetwarzanie i dystrybucja zywnosci).

Postanowienia dyrektywy NIS-2 majg zostaé przejete do polskiego porzgdku prawnego w ramach nowelizacji
ustawy o krajowym systemie cyberbezpieczenstwa, ktéra uwzglednia réwniez zalecenia tzw. EU 5G
Toolbox. Prace legislacyjne s3 obecnie na ukonczeniu i przyjmuje sig, ze nowelizacja zostanie uchwalona
na poczatku 2026 roku. Szacuje sig, ze po uchwaleniu nowelizacji ustawy o krajowym systemie

cyberbezpieczeristwa, liczba podmiotéw objetych ta regulacjg wzrosnie z kilkuset do okoto 40.000.

Nowelizacja UKSC nie jest jedynym aktem prawnym z zakresu cyberbezpieczeristwa, ktéry zaczal

obowigzywadé w 2025 r. lub ma obowigzywad w 2026 r. Wymienié w zwigzku z tym nalezy réwniez:

1.Rozporzadzenie Unii Europejskiej nr 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odpornosci
cyfrowej sektora finansowego (Digital Operational Resilience Act, DORA). Rozporzgdzenie to ma na celu
zwiekszenie odpornosci sektora finansowego na cyberataki i inne zagrozenia technologiczne. Wprowadza
ono nowe, bardziej rygorystyczne wymagania dotyczgce bezpieczeristwa cyfrowego dla instytucji
tinansowych iich dostawcéw ustug IT.

2.Dyrektywe Parlamentu Europejskiego i Rady (UE) 2022/2557 z dnia 14 grudnia 2022 r. w sprawie
odpornos$ci podmiotéw krytycznych i uchylajgca dyrektywe Rady 2008/114/WE (Dz.U. L 333),
tzw. Dyrektywa CER. Jest to unijny akt prawny, ktdry ma na celu zwiekszenie odpornosci podmiotéw
krytycznych na réznego rodzaju zagrozenia. Te zagrozenia mogg mie¢ charakter naturalny (np. katastrofy
naturalne), technologiczny (np. cyberataki) czy tez pochodzié¢ z dziatani cztowieka (np. sabotaz). Dyrektywa
CER Powinna zosta¢ implementowana do polskiego porzadku prawnego do 17 pazdziernika 2024 r., polski
ustawodawca nie dotrzymal jednak tego terminu i prowadzona sg w zwigzku z tym nadal prace nad
zmiang ustawy o Zarzadzaniu Kryzysowym.

3.Rozporzadzenie Unii Europejskiej nr 2024/2847 w sprawie horyzontalnych wymagari w zakresie
cyberbezpieczeristwa w odniesieniu do produktéw z elementami cyfrowymi oraz w sprawie zmiany
rozporzadzeni (UE) nr 168/2013 i (UE) 2019/1020 i dyrektywy (UE) 2020/1828 (Akt o cyberodpornosci,
Cyberislence Act, CRA).



Cyber Resilience Act (CRA) ustanawia horyzontalne wymagania cyberbezpieczeristwa dla ,produktéw

z elementami cyfrowymi” (sprzetu i oprogramowania) wprowadzanych do obrotu w Unii Europejskiej.
Jego podstawowym celem jest, aby produkty trafialy na rynek z mniejszg liczbg tzw. podatnosci oraz aby
producenci zapewniali bezpieczeristwo w calym cyklu zycia produktu. Chodzi w szczegdlnosci o ochrone
konsumentéw i przedsiebiorstw kupujgcych oprogramowanie lub sprzet komputerowy z elementami

cyfrowymi.

CRA obejmuje produkty, ktérych przeznaczenie lub racjonalnie przewidywalne uzycie zaktada bezposrednie lub
posrednie logiczne albo fizyczne potgczenie danych z urzgdzeniem lub siecig. Produkty majg spelniaé

tzw. zasadnicze wymagania w zakresie cyberbezpieczenistwa, okreslone w zatgczniku I do Rozporzadzenia.

Przepisy Rozporzadzenia majg zaczgé obowigzywac sukcesywnie w latach 2026-2027, warto w zwigzku z tym
odnotowaé, ze od 11 wrzesnia 2026 r. zaczng obowigzywac tzw. obowigzki raportowe (art.14), polegajgce na
obowiagzku zglaszania, odpowiedniemu CSIRT-owi oraz ENISA ,aktywnego wykorzystywane podatnosci
zawarte w produkcie z elementami cyfrowymi”. Mimo, ze pozostale, gtéwne obowigzki okreslone w CRA zaczng

obowigzywac dopiero od dnia 11 grudnia 2027 r., to warto juz w tym roku przygotowac sie¢ do ich wdrozenia.

6. DATA ACT

Akt w sprawie danych (Data Act) to unijne rozporzgdzenie majace stworzy¢ jednolity rynek danych w Europie.
Jego pelna nazwa to Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2023/2854 z dnia 13 grudnia
2023 r. w sprawie harmonijnych zasad dotyczacych sprawiedliwego dostepu do danych i korzystania

z nich.

Rozporzadzenie obejmuje zaréwno dane osobowe, jak i nieosobowe. Data Act ma charakter horyzontalny

i reguluje wymiane danych w relacjach B2B, B2C oraz B2G.

W Akcie w sprawie danych doszlo do wzmocnienia uprawnieri uzytkownikéw (zaréwno konsumentéw, jak
i przedsiebiorcéw) w zakresie dostepu i wykorzystania danych generowanych przez urzadzenia tzw. Internetu
rzeczy (IoT). Rozporzgdzenie przyznaje w szczegdlnosci uzytkownikom wiekszg kontrole nad danymi
generowanymi przez produkty, ktére posiadaja. Oznacza to, ze uzytkownicy powinni mie¢ zapewniong
mozliwosc¢ tatwiejszego przenoszenie swoich danych do innych ustugodawcéw oraz decydowaé, kto moze mieé
do nich dostep. Wczesniej dostep do takich danych mieli czesto wyltgcznie producenci urzgdzen,
co uniemozliwialo uzytkownikom korzystanie z konkurencyjnych ustlug posprzedazowych lub naprawczych
(np. serwis prowadzony przez inny podmiot niz producent). W zwigzku z tym, Rozporzadzenie wymaga, aby
inteligentne urzadzenia byly projektowane i wytwarzane w taki sposdb, aby dane generowane w wyniku
korzystania z nich byty domyslnie tatwo, bezpiecznie oraz w razie potrzeby, bezposrednio z poziomu urzadzenia

dostepne dla uzytkownika oraz dla innych podmiotéw przez niego wskazanych.

W obszarze B2B przewiduje réwniez katalog nieuczciwych postanowienn umownych dotyczacych dostepu

i wykorzystania danych, szczegdlnie chronigc MSP.



Niezaleznie od powyzszego, Data Act wprowadza takze ulatwienia w zmianie dostawcy ustug chmurowych

(réwniez spoza UE, jedli $wiadczg ustugi w UE), w tym obowigzek jasnych zapiséw umownych, standardy

interoperacyjnosci oraz docelowo brak optat w przypadku zmiany dostawcy od 12 stycznia 2027 r.

Odrebne przepisy umozliwiajg takze organom publicznym dostep do danych sektora prywatnego wylacznie
w nadzwyczajnych sytuacjach, np. dla reagowania na kleski zywiotowe, gdy nie da sie pozyskac danych inaczej

na czas.

Wiegkszo$¢ przepiséw Data Act zaczela obowigzywaé w dniu 12 wrzesnia 2025 r., natomiast od dnia
12 wrzesnia 2026 r. zacznie obowigzywac wymog ,,access by design” dla nowych produktéw i ustug IoT, ktére
muszg by¢ zaprojektowane tak, aby umozliwiaé¢ uzytkownikowi bezposredni dostep do danych. W praktyce
oznacza to koniecznos$¢ uwzglednienia mechanizmdéw dostepu do danych (interfejsy, AP etc.) dla produktéw

wprowadzanych na rynek po tej dacie.

W pierwszej polowie 2026 r. planowane jest réwniez uchwalenie ustawy wdrazajacej Data Act tj. ustawy
o sprawiedliwym dostepie do danych. Ustawa ta bedzie miedzy innymi okresla¢ mechanizmy nadzoru
i egzekwowania przepiséw Aktu w sprawie danych, w tym organ nadzorczy za nie odpowiedzialny (ma nim by¢
Prezes Urzedu Komunikacji Elektronicznej) oraz sankcje za naruszenie tych przepiséw. Uchwalenie tej ustawy

z pewnoscig przyczyni sie do bardziej efektywnego stosowania wymogéw Data Act.

7. E-DORECZENIA

Istota e-Doreczert polega na tym, ze s3 to rejestrowane doreczenia elektroniczne — przesylanie pism
i dokumentéw online w sposdb, ktéry daje dowdd nadania i odebrania oraz chroni tre$é przed nieuprawniong
zmiang, a wiec ma ,walor dowodowy” podobny do listu poleconego z potwierdzeniem odbioru. W praktyce
e-Doreczenia opierajg sie na postugiwaniu sie adresem do doreczeri elektronicznych (ADE) i skrzynkg doreczer,

przez ktdrg urzad komunikuje sie z obywatelem lub przedsiebiorcg w sprawach urzedowych.

Aktem prawnym, ktore je reguluje jest przede wszystkim ustawa z 18 listopada 2020 r. o doreczeniach
elektronicznych (tj. z dnia 21 czerwca 2024 r., Dz.U. z 2024 r., poz.1045). Zgodnie z tymi przepisami,
od 1 stycznia 2026 roku e-Doreczenia staja si¢ podstawowym kanalem elektronicznego doreczania pism
w relacji podmiot publiczny — obywatel lub przedsiebiorca (podmiot niepubliczny), o ile przepisy szczegdlne nie
przewiduja innej formy. W praktyce oznacza to odejscie od ePUAP jako standardu, a jego uzycie zostaje

ograniczone do przypadkéw wskazanych w przepisach.

Doreczenia w systemie e-Doreczert majg moc prawng réwnowazng listowi poleconemu za potwierdzeniem
odbioru, wraz zdowodami nadania i otrzymania. W obrocie profesjonalnym aktywacja i biezgce monitorowanie
ADE stajg sie elementem nalezytej starannosci, bo nieodebranie korespondencji moze skutkowac doreczeniem
po uplywie ustawowego terminu i ryzykiem uchybienia terminom. Dotyczy to np. przedsiebiorcéw, adwokatéw

czy radcéw prawnych.



8. FREEDOM MEDIA ACT

(AKT O WOLNOSCI MEDIOW)

W dniu 17 kwietnia 2024 r. opublikowane zostalo rozporzadzenie Parlamentu Europejskiego i Rady (UE)
nr 2024/1083 z dnia 11 kwietnia 2024 r. w sprawie ustanowienia wspdlnych ram dla ustug medialnych na rynku
wewnetrznym i zmiany dyrektywy 2010/13/UE (Europejski Akt o Wolnosci Mediéw). Wigkszos$é przepiséw
Rozporzadzenia zaczela obowiazywad od dnia 8 sierpnia 2025 r.

Zasadniczym celem Rozporzadzenia jest ochrona pluralizmu mediéw oraz niezaleznosci redakcyjnej,
zar6wno mediéw prywatnych, jak i publicznych. Rozporzadzenie ma w szczegélnosci zabezpieczaé
zaréowno prywatnych, jak i publicznych dostawcéw uslug medialnych przed ingerencjami politycznymi
w decyzje redakcyjne, a takze chronié¢ dziennikarzy i ich Zrédla. Na paristwa Unii Europejskiej nalozono
takze obowiazek rozdzielania srodkéw publicznych na reklame lub inne ustugi swiadczone przez media zgodnie
z obiektywnymi kryteriami i w sposdb nie dyskryminujgcy. Na mocy rozporzadzenia powolano réwniez
Europejska Rade Uslug Medialnych.

Europejski Akt o Wolnosci Mediow wymaga uchwalenia przepiséw krajowych, wdrazajacych jego
postanowienia. W Polsce prace te nadzoruje Ministerstwo Kultury i Dziedzictwa Narodowego. Zgodnie
z zaloZzeniami nowej ustawy medialnej, ktéra byla poddana konsultacjom spolecznym, ma ona regulowaé

nastepujace podstawowe obszary:

1.finansowanie mediéw publicznych,
2.reforme Krajowej Rady Radiofonii i Telewizji,
3.powolywanie wladz mediéw publicznych,

4.pluralizm mediéw.

Uchwalenie nowej ustawy medialnej planowane jest w 2026 roku.




9. GOSPODARKA NA ZADANIE (GIG ECONOMY)

Gig economy (ekonomia pracy dorywczej) to
rynku  pracy
zleceniach  (,gigach”),
projektach i pracy na zadanie zamiast stalego etatu

model gospodarczy i oparty

na krétkoterminowych

u jednego pracodawcy. Najczesciej laczy sie
z platformami cyfrowymi (np. aplikacje do przewozu
oséb, dostaw czy platformy freelancerskie), ktére

kojarzg zleceniodawcéw z wykonawcami.

Dla gig znaczenie ma
Dyrektywa Parlamentu Europejskiego i Rady (UE)
2024/2831 z dnia 13 wrze$nia 2024 r. w sprawie

poprawy warunkéw pracy za posrednictwem

economy szczegllne

platform cyfrowych oraz zmiany dyrektywy
2019/1152 i 2019/1158 (tzw. dyrektywa
o platformach).

Dyrektywa platformowa ma zwigkszy¢ ochrone oséb

pracujacych za posrednictwem platform cyfrowych,
gtéwnie poprzez utatwienie ustalenia prawidlowego
statusu zatrudnienia oraz uregulowanie
algorytmicznego zarzadzania pracg. Jej celem
jest poprawa warunkéw pracy przy zachowaniu
elastycznos$ci zwigzanej z modelem platformowym.
Istotnym  rozwigzaniem jest  wprowadzenie
wzruszalnego domniemania istnienia stosunku
pracy miedzy platformg a osobg wykonujacg prace,
gdy wystepujg fakty wskazujgce na ,kierownictwo

i kontrole” po stronie platformy.

Celem jest odwrdcenie ciezaru dowodu: to platforma

musi wykazaé, ze dana osoba nie jest pracownikiem,

jesli  chce wutrzyma¢ model ,niezaleznego
wykonawcy”. Wazne jest takze ograniczenie
wykorzystania automatycznego monitoringu

i podejmowania decyzji w sposéb wywierajacy

nadmierng presje lub zagrazajacy zdrowiu

psychicznemu i  fizycznemu  pracownikéw

platformowych.

W Dyrektywie wzmocniono takze ochrone danych
osobowych o0s6b pracujagcych na platformach,

w  szczegélnosci w  zakresie  monitoringu,
profilowania i wykorzystywania danych do
zarzgdzania pracg.

Dyrektywa 2024/2831 obowigzuje w Unii

Europejskiej od 1 grudnia 2024 r., a panistwa
czlonkowskie muszg dokonaé¢ transpozycji do
prawa krajowego najp6zniej do 2 grudnia 2026 r.

W chwili obecnej, Ministerstwo Rodziny, Pracy
i Polityki Spotecznej prowadzi prace nad projektem
ustawy o pracy platformowej.



10.HANDEL ELEKTRONICZNY (E-COMMERCE)

Na system przepisow prawnych regulujgcych prowadzenie handlu elektronicznego w Polsce skiadajg sie,

obowigzujgce juz od lat, nastepujace akty prawne:

1.ogdlne przepisy dotyczace swiadczenia ustug elektronicznych (relacje B2B i B2C)
a.ustawa o $wiadczeniu uslug drogg elektroniczng (,,usude”)
2.przepisy dotyczace transakcji elektronicznych (relacje B2B i B2C)
a.spos6b zawarcia uméw online (kodeks cywilny)
b.forma czynnosci prawnych (kodeks cywilny, Rozporzadzenie eIDAS)
c.Rozporzadzenie UE o ustugach posrednictwa internetowego
3.przepisy dotyczace ochrony konsumenta w handlu elektronicznym (relacje B2C)
a.ustawa o prawach konsumenta
b.ustawa o ochronie konkurencji i konsumentéw
c.ustawa o informowaniu o cenach towardw i ustug
d.ustawa o przeciwdziataniu nieuczciwym praktykom rynkowym
e.przepisy kodeksu cywilnego dotyczace tzw. klauzul abuzywnych
4.przepisy dotyczace ochrony przedsi¢biorcy w umowach z platformami internetowymi (relacje B2B)
5.szczegdllne przepisy dotyczace swiadczenia uslug handlu elektronicznego okreslonym kategoriom
oséb. Chodzi w szczegdlnosci o ustawe z dnia 26 kwietnia 2024 r. o zapewnieniu spelniania
wymagan dostepnosci niektérych produktéw i ustug przed podmioty gospodarcze (Dz.U. z 2024 r.
poz. 731). Ustawa ta ma na celu usuniecie barier, ktére uniemozliwiajg lub utrudniaja osobom
z niepelnosprawnosciami korzystanie z produktéw i ustug dostepnych na rynku. Przepisy ustawy stosuje sie¢
miedzy innymi do uslug handlu elektronicznego (art.3 ust.2 pkt 6). Przedsiebiorcy oferujacy tego rodzaju
uslugi s3 miedzy innymi zobowigzani do zapewnienia odpowiedniej dostepnosci stron internetowych
i aplikacji mobilnych, a takze dokumentéw. Muszg takze zapewnié alternatywne sposoby komunikacji,
takie jak opisane w ustawie (np. kontakt tekstowy). Regulatorem w zakresie handlu elektronicznego i ustug

cyfrowych jest Minister Cyfryzacji.

W 2026 roku ma dojs¢ do implementacji do prawa polskiego dwdéch waznych, réwniez z punktu
widzenia handlu elektronicznego, dyrektyw unijnych tj. tzw. dyrektywy UE o prawie do naprawy oraz
nowej dyrektywy o odpowiedzialnosci za produkty wadliwe.

Dyrektywa Parlamentu Europejskiego i Rady (UE) nr 2024/1799 z dnia 13 czerwca 2024 r. w sprawie
wsp6lnych zasad promujacych naprawe towaréw (tzw. Dyrektywa Right to Repair) to akt prawny, ktéry

ma kluczowe znaczenie dla sektora e-commerce, produkgji elektroniki oraz ochrony konsumentéw.

Celem Dyrektywy jest ustanowienie wspdlnych zasad promujgcych naprawe towaréw dla konsumentéw, aby
ogranicza¢ wymiane na nowe, wspierajac tym samym cele ochrony srodowiska. Obejmuje ona zaréwno srodki
dzialajace w ramach ustawowej odpowiedzialno$ci sprzedawcy za brak zgodnosci towaru, jak i poza tym

rezimem.


https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4zdanjrg4ydgltcmfzwsyy
https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4zdanjrg4ydgltcmfzwsyy

W okresie odpowiedzialnosci z tytulu niezgodnosci towaru z umowa, dyrektywa o prawie do naprawy ingeruje

w wybodr srodka ochrony - jezeli konsument decyduje si¢ na naprawe zamiast wymiany, sprzedawca jest
zobowigzany do naprawy, a okres odpowiedzialnosci zostaje wydluzony co najmniej o dodatkowe 12 miesiecy.

,Prawo do naprawy” ma w tej fazie charakter zachety regulacyjne;.

Istotnym novum jest wprowadzenie rozwiazania, zgodnie z ktérym po uplywie okresu odpowiedzialnosci
sprzedawcy, konsument uzyskuje bezposrednie uprawnienie do Zzadania naprawy od producenta towaru
objetego zalgcznikiem II do dyrektywy. Chodzi w szczegdlnosci o kategorie towardéw ,technicznie
naprawialnych”, wymienionych w tym zalgczniku II (np. smartfony, tablety, produkty do przechowywania
danych). W takich przypadkach producent musi oferowad naprawe w rozsagdnym terminie i za rozsagdng cene
lub nieodptatnie (chyba ze naprawa jest ,niemozliwa”), przy czym nie wolno odmdéwié naprawy wylgcznie

z powodu wczedniejszej naprawy przez podmiot trzeci.

Dyrektywa powinna zostal implementowana do ustawodawstw krajowych panistw czlonkowskich Unii
Europejskiej do dnia 31 lipca 2026 r. Prace w tym zakresie prowadzi Prezes Urzedu Ochrony Konkurencji
i Konsumentéw (UOKiK), ktédry na zlecenie Kancelarii Prezesa Rady Ministréw, prowadzi analizy
i prekonsultacje z rynkiem. Do transpozycji przepiséw Dyrektywy prawdopodobnie dojdzie w ramach

nowelizacji ustawy o prawach konsumenta oraz Kodeksu cywilnego.

Nowa Dyrektywa Parlamentu Europejskiego i Rady (UE) 2024/2853 o odpowiedzialnosci za produkty
wadliwe zastgpila dotychczasowg dyrektywe 85/374/EWG, dostosowujgc postanowienia tego ostatniego aktu
prawnego do realidw gospodarki cyfrowej i Al Ustanawia ona w pelni zharmonizowane zasady
odpowiedzialnosci na zasadzie ryzyka (bez winy) ,podmiotéw gospodarczych” za szkode poniesiong przez
osoby fizyczne wskutek produktu wadliwego. Najwazniejszg zmiana z perspektywy prawa nowych technologii
jest poszerzenie pojecia produktu, ktérym w rozumieniu Dyrektywy przestaje by¢ tylko przedmiot materialny,
a staje sie nim réwniez oprogramowanie, systemy Al, czy ustugi cyfrowe. W tym ostatnim przypadku chodzi
o sytuacje, gdy ustuga cyfrowa jest zintegrowana z produktem w taki sposdb, ze jej brak uniemozliwia jego

dzialanie (np. nawigacja w aucie autonomicznym), traktuje sie jg jako element produktu.

Produkt jest ,wadliwy”, gdy nie zapewnia bezpieczeristwa, ktérego mozna zasadnie oczekiwad lub ktére wynika
z przepisébw prawa, a ryzyka mogg dotyczyé réwniez elementéw cyfrowych i ,posprzedazowych”
(np. aktualizacje oprogramowania). Krag potencjalnie odpowiedzialnych podmiotéw obejmuje nie tylko
producenta, lecz takze producenta komponentu, dostawce powigzanej ustugi cyfrowej, a w okreslonych

sytuacjach réwniez dystrybutora.

W modelach sprzedazy online Dyrektywa przewiduje mozliwos¢ pociagniecia do odpowiedzialnosci takze
niektérych platform internetowych. Wprowadzono réwniez ulatwienia dowodowe, w tym mechanizmy

ujawniania dowoddéw oraz domniemania wadliwo$ci i/lub zwigzku przyczynowego w typowych sytuacjach.

Termin na implementacje postanowienn Dyrektywy do krajowych systeméw prawnych uplywa w dniu
9 grudnia 2026 r.



11. INFLUENCER MARKETING

Obecnie ani w Unii Europejskiej, ani w Polsce nie
obowiazuja przepisy prawne, ktére wprost

reguluja dzialalnos¢ influenceréw.

W  praktyce stosuje sie przepisy ustawy

o przeciwdzialaniu  nieuczciwym  praktykom
rynkowym, ustawy o zwalczaniu nieuczciwej
konkurencji oraz ustawy ochronie konkurencji
i zbiorowych intereséw konsumentéw (kompetencje

Prezesa UOKIK).

Czestym zarzutem kierowanym pod adresem

influenceréw  jest  zaniechanie  wlasciwego
oznaczania materialéw reklamowych w mediach
spotecznosciowych  (transparentnosé). Moze to

skutkowacd uznaniem ich dziatalno$ci jako:

L.kryptoreklame w rozumieniu art.7 ust.l pkt 11

ustawy o przeciwdzialaniu  nieuczciwym
praktykom rynkowym) — ,nieuczciwg praktyka
rynkowa jest kryptoreklama, ktéra polega
na wykorzystywaniu tre$ci publicystycznych
w $rodkach masowego przekazu w celu promocji
produktu w sytuacji, gdy przedsiebiorca zaptacit
za te promocje, a nie wynika to wyraznie z tresci
lub =z

rozpoznawalnych przez konsumenta”

obrazéw lub dzwiekéw latwo
2.czyn nieuczciwej konkurencji w rozumieniu
art.16 ust.l pkt 4 wustawy o zwalczaniu
nieuczciwej konkurencji — ,czynem nieuczciwej
konkurencji w  zakresie reklamy jest
w szczegdlnosci wypowiedz, ktdra, zachecajgc
do nabywania towaréw lub ustug, sprawia

wrazenie neutralnej informacji”

W zwigzku z powyzszym, warto wspomniel
o dwoch inicjatywach zrealizowanych w Polsce.
w 2022 r. UOKiK
wydal rekomendacje dotyczace oznaczania tresci

Po pierwsze, Prezes
reklamowych przez influenceréw w mediach
spolecznosciowych:

https://uokik.gov.pl/influencer-marketing.

Tres¢  rekomendacji  zostala  skonsultowana
z organizacjami branzowymi: IAB Polska, SAR
i Rada Reklamy, oraz o$rodkami naukowymi:
Uniwersytetem Warszawskim 1 Uniwersytetem
im. Adama Mickiewicza w Poznaniu. Po drugie,
w dniu 17 grudnia 2024 r. Rada Reklamy uchwalila
Kodeks etycznego postgpowania w branzy

influencer marketingu.

W zwigzku z dzialalnoscig influencerskg warto
réwniez wspomnie¢ o komunikacie KRRiT z dnia
12 stycznia 2022 roku, zgodnie z ktérym
dzialalno$¢ influencerédw, polegajgca na zarobkowej
publikacji materialéw na platformach udostepniania
video (np. YouTube), stanowi audiowizualng ustuge
medialng w rozumieniu ustawy o radiofonii
i telewizji i w zwigzku z tym podlega obowigzku
zgloszenia uslug do wykazu Przewodniczacego
KRRiTV, a takze innym obowigzkom okreslonym

W tej ustawie.

W 2026 roku nie jest planowane uchwalenie
przepisow prawnych dotyczacych dzialalnosci

influencerskie;j.



12. INTERNET RZECZY (I10T)

Zaréwno w Unii Europejskiej, jak i w Polsce nie planuje si¢ uchwalenia aktu prawnego calosciowo

regulujacego swiadczenie ustug i korzystanie z chmury obliczeniowe;.

W praktyce, w projektach chmury obliczeniowej zastosowanie znajdujg przepisy nastepujacych aktéw

prawnych:

1. przepisy ustawy o krajowym systemie cyberbezpieczeristwa (KSC),

2.przepisy o ochronie danych osobowych (RODO),

3.przepisy sektorowe (m.in. ustugi finansowe, life science, public),

4.przepisy dotyczace praw wlasnosci intelektualnej (prawo autorskie, ustawa o ochronie baz danych),
5.przepisy prawa cywilnego (m.in. odpowiedzialno$é za wykonanie uméw o $wiadczenie ustug chmury

obliczeniowej).

Istotne znaczenie odgrywajg rowniez wytyczne réznych organéw. Warto w zwigzku z tym wymienié wytyczne
Europejskiej Rady Ochrony Danych (EROD) nr 1/2020 dotyczace przetwarzania danych osobowych
w kontek$cie pojazdéw podigczonych do internetu i aplikacji zwigzanych z mobilno$cig (connected cars)
oraz wytyczne Agencji Unii Europejskiej ds. Cyberbezpieczeristwa (ENISA) pt. Guidelines for securing the Internet
of Things (2020).

Jezeli chodzi o akty prawne, to w 2025 roku zaczely obowigzywad lub zaczna obowiazywaé w latach
2026-2027 przepisy nastgpujacych aktéw prawnych, ktére beda mialy istotny wplyw na rynek Internetu

rzeczy:

1.Rozporzadzenie Unii Europejskiej pt. Akt w sprawie danych, w szczegdlnosci w zakresie zwiekszenia
uprawnien uzytkownikéw urzgdzeri 10T (zob. pkt 6 powyzej),

2.Rozporzadzenie Unii Europejskiej pt. Akt w sprawie sztucznej inteligencji (zob. pkt 20 ponizej)

3.Rozporzadzenie Unii Europejskiej pt. Akt o cyberodpornosci (zob. pkt 5 powyzej).



13. KRYPTOAKTYWA

MiCA tj. Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2023/1114 z dnia 31 maja 2023 r.
w sprawie rynkéw kryptoaktywdéw oraz zmiany rozporzadzen (UE) nr 1093/2010 i (UE) nr 1095/2010
oraz dyrektyw 2013/36/UE i (UE) 2019/1937 to akt prawny, ktdéry tworzy pierwszy kompleksowy rezim
prawny dla emisji kryptoaktywow i swiadczenia ustug na nich opartych w calej UE. Jego celem jest jednocze$nie
ujednolicenie rynku, podniesienie ochrony inwestoréw i ograniczenie ryzyk systemowych zwigzanych
z kryptoaktywami.

Stosowanie MiCA majg zapewnil ustawy krajowe, w szczegdlno$ci przez wskazanie organu wlasciwego,
uregulowanie procedur licencyjnych, trybéw nadzorczych i katalogu sankcji administracyjnych i karnych.
W Polsce projekt ustawy przygotowany przez Ministerstwo Finanséw we wspdlpracy z KNF i uchwalony
nastepnie przez Parlament, jako akt zapewniajacy stosowanie MiCA oraz rozporzgdzenia w sprawie transferu
srodkéw w kryptoaktywach zostal zawetowany przez Prezydenta RP w dniu 1 grudnia 2025 r. Rzagdowy projekt
ustawy o kryptoaktywach (w wersji ,,2.0”) zostal ponownie przyjety przez Rade Ministréw w grudniu 2025 r.
i obecnie trwajg nad nim prace w Parlamencie. Jego uchwalenie jest planowane na poczatku 2026 r.

Ustawa wskazuje Komisje Nadzoru Finansowego jako organ wiasciwy do miedzy innymi licencjonowania
dostawcéw ustug w zakresie kryptoaktywdédw (CASP), a takze prowadzenia kontroli oraz nakladania sankcji
administracyjnych. Przewiduje réwniez rejestr domen i adreséw IP podmiotdw nielegalnie oferujacych ustugi

krypto, mozliwos¢ blokowania rachunkdéw i portfeli, a takze szeroki katalog kar pienieznych i karnych.

Ustawa o kryptoaktywach ma istotne znaczenie przede wszystkim dla podmiotéw z ,branzy krypto” (np. gieldy,
kantory krypto, brokerzy, emitenci tokenéw etc.), ale réwniez instytucji finansowych i ptatniczych (np. banki,
domy maklerskie), a takze podmiotéw spoza branzy ,krypto” (np. firmy e-commerce akceptujgce platnosci
w krypto).

14. LOTNICZE PRAWO (DRONY)

W obecnym stanie prawnym, wykorzystywanie dronéw jest regulowane zaréwno przepisami prawa
unijnego, jak i prawa polskiego.

Z punktu widzenia prawa Unii Europejskiej, kluczowe znaczenie majg nastepujace akty prawne:

1.Rozporzadzenie wykonawcze Komisji (UE) 2019/947 — dotyczy gléwnie zasad wykonywania operacji
dronami,

2.Rozporzadzenie delegowane Komisji (UE) 2019/945 — dotyczy przede wszystkim klas systeméw BSP
(bezzalogowych systemdéw powietrznych),

3.dokument Easy Access Rules for UAS (wskazdéwki i wyjasnienia stosowania przepiséw wynikajgcych z
rozporzadzeri wykonawczych nr 9451 947),

4.dokument Guidelines for UAS operations in the open and specific category — Ref to Regulation (EU)
2019/947.




Wyzej wymienione dokumenty Unii Europejskiej nie reguluja jednak wszystkich kwestii zwigzanych

z wykorzystywaniem drondw. Konieczne jest w zwigzku z tym wydanie przez poszczegdlne panstwa

Unii Europejskiej odpowiednich przepiséw krajowych.

W zwigzku z powyzszym, w Polsce uchwalono nowelizacj¢ Prawa lotniczego z dnia 24 stycznia 2025 r.
(Dz.U. 2025 poz. 179). Ta nowelizacja w sposéb kompleksowy ,,domyka” wdrozenie unijnych regulacji
EASA dla BSP i wprowadza nowe obowiazki dla operatorow.

W nowelizacji dokonano wyszczegdlnienia trzech kategorii operacji bezzalogowymi statkami powietrznymi
(BSP):

l.operacja ,,otwarta”,
2.operacja ,,szczegolna”,

3.operacja ,certyfikowana”.

Istotne znaczenie odgrywaja réwniez Wytyczne Prezesa Urzedu Lotnictwa Cywilnego wydawane miedzy
innymi na podstawie art. 23 ust. 2 pkt 2 Prawa lotniczego jako sposdb implementacji i doprecyzowania
przepiséw unijnych (np. rozporzadzenia 2019/947).

15. MEDIA CYFROWE

W 2026 roku uchwalone maja by¢ dwa akty prawne dotyczace mediéw cyfrowych:

l.nowa ustawa medialna, ktéra implementujg postanowienia Europejskiego Aktu o Wolnosci Mediéw
(zob. punkt 8 powyzej),
2.nowelizacja ustawy o swiadczeniu uslug droga elektroniczna, ktdra stanowi tzw. ustawe wdrazajaca

rozporzadzenie unijne pt. Akt o ustugach cyfrowych (AUC).

AUC jako rozporzgdzenie unijne jest aktem bezposrednio stosowanym i kazde z panstw czlonkowskich

zobowigzane jest do zapewnienia jego skutecznego stosowania w swoim porzgdku prawnym poprzez przyjecia
wlasciwych przepiséw wewnetrznych. W AUC do uregulowania na poziomie krajowym przekazano
wyznaczenie organu pelnigcego role koordynatora do spraw ustug cyfrowych tj. regulatora odpowiadajgcego
za przestrzeganie przepisow Rozporzadzenia w Polsce oraz nadanie mu odpowiednich uprawnienn z tym
zwigzanych.



Zgodnie z rzgdowym projektem nowelizacji ustawy o swiadczeniu ustug droga elektroniczng wniesionym
do Sejmu w dniu 29 wrzesnia 2025 r. (druk sejmowy nr 1757), organami wlasciwymi w sprawach

z zakresu AUC maja by¢:

1.Prezes UOKIK — w zakresie przepiséw dotyczgcych dostawcéw platform internetowych umozliwiajgcych
konsumentom zawieranie z przedsiebiorcami uméw zawieranych na odleglos¢ oraz innych spraw
dotyczacych ochrony konsumentéw okreslonych w AUC,

2.Prezes UKE — w pozostalym, przewazajacym zakresie.

Réwnoczesnie wskazano Prezesa Urzedu Komunikacji Elektronicznej (UKE) jako organ pelnigcy funkcje
koordynatora do spraw ustug cyfrowych w Polsce (art. 49 ust. 1 AUC). Powotana ma zostad przy Prezesie UKE,
Krajowa Rada do Spraw Ustug Cyfrowych.

W nowelizacji ustawy o swiadczeniu ustug drogg elektroniczng okreslono réwniez takie zagadnienia jak:

l.nakazy podjecia dzialan przeciwko nielegalnym tre$ciom, nakazy usuniecia ograniczen nalozonych przez
dostawce ustug hostingu oraz nakazy udzielenia informacji,

2. zasady certyfikacji podmiotéw do spraw pozasgdowego rozstrzygania sporéw,

3.zasady przyznawania statusu zaufanego podmiotu sygnalizujgcego i tzw. zweryfikowanego badacza,

4.okreslenie zasad dotyczacych skarg na dostawcéw ustug posrednich,

5.okreslenie zasad odpowiedzialnosci cywilnej dostawcédw ustug posrednich i postepowania przed sgdami,

6.zasady nakladania kar pienieznych nakladanych w oparciu o przepisy AUC,

7.przepisy zmieniajace inne akty prawne.

Uchwalenie nowelizacji ustawy o $wiadczeniu ustlug drogg elektroniczng planowane bylo na poczatku 2026,
jednak z uwagi na weto Prezydenta RP w dniu 9.01.2026 r., termin ten nie bedzie utrzymany. Nalezy sie
w zwigzku z tym spodziewaé, podobnie jak w przypadku zawetowanej ustawy o kryptoaktywach, ze rzad

w [ kwartale 2026 r, przygotuje wersje 2.0 nowelizacji usude.

W 2026 roku Komisja Europejska zamierza réwniez oglosi¢ propozycj¢ zmian do Dyrektywy UE
o audiowizualnych uslugach medialnych (AVMSD), na ktdrej wzorowana jest polska ustawa o radiofonii

i telewizji.



16. NOWELIZACJA REGULACJI CYFROWYCH W UE

(DIGITAL OMNIBUS)

W dniu 19 listopada 2025 roku Komisja Europejska oglosita inicjatywe okreslang jako Digital Omnibus
(COM(2025) 837 final). Jej podstawowym celem jest uproszczenie przyjetych juz regulacji cyfrowych
oraz obnizenie kosztéw zapewnienia zgodnosci z nimi. Zgodnie z przyjetym rozwigzaniem, w ramach jednego
aktu prawnego — o charakterze unijnego rozporzadzenia — planuje si¢ wprowadzenie zmian w szeregu aktach
prawnych — m.in. RODO, Dyrektywy e-Privacy, Dyrektywy NIS-2, Rozporzgdzenia Data Act oraz Rozporzadzenia
Data Governance Act. Czes¢ pakietu stanowi propozycja, wyrodrebnionego od ogdlnego rozporzadzenia
Digital Omnibus, rozporzadzenia Digital Omnibus on Al, ktére ma zmieni¢ niektére postanowienia
Al Act COM(2025) 836 final). Ta ostatnia regulacja bedzie miala miedzy innymi kluczowe znaczenie
dla wustalenia obowigzywania przepiséw Al Act dotyczacych tzw. systeméw wysokiego ryzyka

(zob. pkt 20 ponize;j).

Przyjecie pakietu Digital Omnibus bedzie mialo ogromne znaczenie dla rynku cyfrowego. Przyjmuje sie, ze jego
uchwalenie powinno nastapi¢ do korca 2026 r., z tym, Ze szybciej powinno by¢ procedowane

rozporzadzenie Digital Omnibus on AlI.

17. OCHRONA MALOLETNICH W.INTERNECIE

Ministerstwo Cyfryzacji pracuje obecnie nad projektem ustawy o ochronie maloletnich przed dostgpem

do tresci pornograficznych w Internecie (UD179).

Obecnie projekt ustawy jest na etapie rzagdowym i sejmowym w wersji istotnie zmienionej w stosunku

do pierwotnych zalozen — zakres zostat zawezony z ,tresci szkodliwych” do tresci pornograficznych.

Projekt przewiduje m.in. obowiagzki ustugodawcéw w zakresie stosowania skutecznej weryfikacji wieku oraz
odpowiednich postanowien w regulaminach ustug online. Gléwne zalozenia projektu to ograniczenie dostepu
maloletnich do tresci pornograficznych w Internecie poprzez obowigzkowg weryfikacje wieku, rejestr stron

ignorujgcych te wymogi oraz blokowanie takich domen przez dostawcédw Internetu.

Ustawa ma objgé ochrong wszystkie osoby maloletnie (ponizej 18 lat) i skoncentrowad sie¢ na utrudnieniu
dostepu do tresci pornograficznych oraz zapobieganiu przypadkowemu zetknieciu sie¢ dzieci z takimi

materialami.

Dostawcy ustug, w ramach ktérych udostepniane sg tresci pornograficzne (serwisy WWW, platformy), maja
obowigzek wdrozy¢ skuteczne mechanizmy weryfikacji wieku uzytkownika przed dopuszczeniem do takich
tresci. Jezeli dostawca nie wdrozy weryfikacji wieku, Prezes UKE bedzie mdgl wpisa¢ domene do specjalnego
rejestru prowadzonego przez NASK, co obliguje operatoréw telekomunikacyjnych do jej zablokowania dla

uzytkownikéw w Polsce.



NASK ma prowadzi¢ rejestr domen, ktdre nie spelniajg wymogéw dotyczacych weryfikacji wieku albo omijaja
system ochrony maloletnich a Prezes UKE na otrzymac kompetencje do wydawania decyzji o wpisie domen do
rejestru oraz nadzorowania wykonania obowigzkéw blokowania przez dostawcow dostepu do Internetu,

z mozliwoscig nakladania sankgji.

Planowany termin przyjecia projektu przez Rade Ministrow to drugi kwartal 2026 r. a uchwalenie ustawy

przewidywane jest w IV kwartale 2026 r.

18. PATOSTREAMING

W 2025 roku duzo si¢ w Polsce mdéwilo o sprawach zaliczanych do kategorii patostreamingu, a wiec
publicznego transmitowania i rozpowszechniania w Internecie tre$ci audiowizualnych prezentujgcych

przemoc, agresje i zachowania patologiczne, rodzi powazne zagrozenie spoleczne oraz moralne.

Obecnie w Polsce brak jest odrebnego przepisu, ktdry wprost typizowalby ,patostreaming” jako samodzielne
przestepstwo, ale trwajg zaawansowane prace nad jego penalizacja. W konsekwencji, aktualnie patostreaming
$cigany jest na podstawie istniejgcych przepiséw kodeksu karnego, dotyczgcych miedzy innymi przestepstwa
przeciwko zyciu i zdrowiu, czy zniewazenia, zniestawienia, grézb karalnych, nawolywanie do nienawisci,

publicznego pochwalania przestepstwa.

Réwnoczesnie prowadzone sg konsultacje na wprowadzenie nowego przepisu kodeksu karnego (nowy art.
255b § 1 kodeksu karnego), zwalczajgcego to zjawisko. Projektowane przepisy definiujg patostreaming jako
rozpowszechnianie w Internecie tresci przedstawiajgcych popelnienie czynu zabronionego albo jego
pozorowanie (tak, by wygladal na rzeczywiscie popelniony), czesto z kwalifikacjg, gdy sprawca dziata w celu

osiggniecia korzysci majgtkowe;.

Nalezy sie spodziewac, Zze w 2026 r. prowadzone beda dalsze konsultacje nad wprowadzeniem odrebnego

przepisu kodeksu karnego, penalizujacego patostreaming.



19. REKLAMA POLITYCZNA W INTERNECIE

W dniu 10 pazdziernika 2025 r. zaczela obowigzywac zasadnicza cze$é przepisdw Rozporzadzenia Parlamentu
Europejskiego i Rady nr 2024/900 z dnia 13 marca 2024 r. w sprawie przejrzystosci i targetowania reklamy
politycznej (Dz.U.UE.L.2024/900).

Gléwnym celem uchwalenia Rozporzadzenia o reklamie politycznej jest zapewnienie przejrzystosci
i uczciwo$ci w procesie wyborczym oraz ochrona obywateli przed manipulacjg informacjg, w tym
dezinformacjg.

Rozporzadzenie wprowadza szereg regulacji, ktére majg znaczacy wplyw na dzialalno$é w Internecie,
szczegolnie w kontekscie kampanii wyborczych i debaty publiczne;j.

Oto kilka kluczowych sposobéw, w jakie Rozporzadzenie realizuje w/w cel:

1. przezroczystos¢ finansowania: Platformy internetowe majg by¢ zobowigzane do ujawniania informacji
o podmiotach finansujacych reklamy polityczne wyswietlane na ich stronach. Dzieki temu uzytkownicy
mogg latwiej zidentyfikowad, kto stoi za konkretnym przekazem.

2.o0znaczenie reklam politycznych: Reklamy polityczne maja by¢ wyraznie oznaczone jako takie, co utatwi
uzytkownikom odrdznienie ich od innych tresci.

3.ograniczenia dotyczgce targetowania: Platformy internetowe nie mogg kierowac reklam politycznych do
uzytkownikéw na podstawie wrazliwych danych osobowych, takich jak przekonania polityczne,
pochodzenie rasowe czy orientacja seksualna.

4.zwalczanie dezinformacji: Rozporzadzenie naklada na platformy internetowe obowigzek podejmowania

dzialani zmierzajgcych do ograniczenia rozpowszechniania falszywych informacji i tresci wprowadzajgcych
w blad.

Adresatami obowigzkéw okreslonych w rozporzgdzeniu o reklamie politycznej sg:

L.reklamodawcy polityczni, a wiec podmioty, ktére bezposrednio lub posrednio finansujg lub zlecajg
tworzenie i rozpowszechnianie reklamy politycznej. Mogg to byl partie polityczne, organizacje
pozarzgdowe, ale takze osoby fizyczne;

2.dostawcy ustug reklamowych - platformy internetowe, media spotecznosciowe oraz inne podmioty, ktdre
umozliwiajg publikowanie reklam politycznych;

3.sponsorzy - podmioty, ktére finansujg reklamy polityczne, ale nie sa bezposrednio zaangazowane w ich
tworzenie.

Za nieprzestrzeganie przepiséw Rozporzadzenia o reklamie politycznej, przewidziany jest katalog sankcji
(np. nakaz usuniecia nieprawidlowej reklamy, zablokowanie dostepu do platformy internetowej, na ktérej byta
publikowana niezgodna z prawem reklama, czy ograniczenie mozliwosci prowadzenia dzialalnosci w zakresie
reklamy politycznej na okreslony czas). Przewidziane sg réwniez kary pieniezne, do wysokosci 6% rocznego
dochodu lub budzetu sponsora lub dostawcy ustug reklamy politycznej, wzglednie 6% rocznego swiatowego

obrotu sponsora lub dostawcy ustug reklamy politycznej w poprzednim roku finansowym.



Kazde panstwo czlonkowskie Unii Europejskiej jest zobowigzane do wdrozenia powyzszych przepiséw do

swojego porzadku prawnego, miedzy innymi w zakres wyznaczenie organu/organéw odpowiedzialnych
za przestrzeganie przepiséw rozporzadzenia. W Polsce organem wlasciwym do nadzorowania przestrzegania
zasad targetowania i przetwarzania danych w reklamie politycznej online jest Prezes Urze¢du Ochrony Danych
Osobowych (PUODO). Kompetencja ta wynika z art.22 Rozporzgdzenia. Pozostale aspekty — takie jak
oznaczanie reklam czy obowigzki wydawcédw — maja zostaé powierzone innemu organowi wlasciwemu, jak
dotad nie przyjeto jeszcze przepiséw krajowych kompleksowo regulujgcych ten nadzdr, a Ministerstwo
Cyfryzacji pracuje nad tym projektem.

Uchwalenie ustawy uzupelniajacej (wdrazajacej) Rozporzadzenie o reklamie politycznej planowane jest
w2026r.
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20. SZTUCZNA INTELIGENQJA

=

Podstawowym aktem prawnym regulujacym tworzenie i korzystanie z systemow sztucznej inteligencji jest

Rozporzadzenie Unii Europejskiej nr 2024 /1689 pt. Akt w sprawie sztucznej inteligencji.

Zasadnicza datg rozpoczecia stosowania Rozporzadzenia jest 2 sierpnia 2026 r. Przyjeto przy tym regule
intertemporalng, Ze jego przepisy stosuja si¢ do systeméw wprowadzonych do obrotu lub oddanych do uzytku
przed tg datg, chyba ze po tej dacie w systemach tych ,wprowadzane bedg istotne zmiany w ich projekcie”
(art.111 ust.2). Wyjatkiem od zasady rozpoczecia stosowania rozporzgdzenia w dniu 2 sierpnia 2026 r.
sg przepisy dotyczgce niedopuszczalnych praktyk w zakresie Al, ktére zaczng obowigzywaé juz od dnia
2 lutego 2025 r. Réwniez niektdre przepisy dotyczace systemdw wysokiego ryzyka, a takze modeli ogdlnego
przeznaczenia zaczng obowigzywac wczesniej tj. od dnia 2 sierpnia 2025 r.

Gléwnym celem powyzszej regulacji jest bezpieczeristwo tworzenia i korzystania z systemow sztucznej
inteligencji (AI). Regulacje stosuje sie zaréwno do systemdw przetwarzajacych dane osobowe, jak i systemdéw
przetwarzajacych dane nieosobowe. W Rozporzgdzeniu wprowadzono réwniez wyjatki stosowania sie jego
przepiséw (cele badawczo-naukowe, cele wojskowe etc.). Akt w sprawie sztucznej inteligencji stosuje sie nie
tylko do dostawcdow, ale réwniez do organizacji stosujacych Al. Rozporzadzenie bedzie sie stosowato réwniez
do podmiotéw spoza UE, ,w przypadku, gdy wyniki wytworzone przez system Al sg wykorzystywane w Unii”
(art.2 ust.1 pktc).

W art.5 Aktu w sprawie sztucznej inteligencji okreslono praktyki, ktére po 2 lutego 2025 roku majg by¢
zakazane. Przykladem jest ,wprowadzanie do obrotu, oddawanie do uzytku lub wykorzystywanie systemu
sztucznej inteligencji, ktdry stosuje techniki podprogowe bedace poza swiadomoscig danej osoby w celu lub
ze skutkiem istotnego znieksztalcenia zachowania tej osoby w sposéb, ktédry powoduje lub moze
z uzasadnionym prawdopodobieristwem spowodowaé u niej lub u innej osoby szkode fizyczng lub psychiczng.”
(art.5 ust.1a).



Zasadnicza czes¢ przepisow Aktu w sprawie sztucznej inteligencji dotyczy tworzenia i korzystania

z tzw. systeméw wysokiego ryzyka (rozdzial III). Sg to systemy, spelniajace warunki okreslone w art.6 ust.1
rozporzadzenia, jak réwniez wymienione w zalgczniku III do rozporzgdzenia jako stwarzajace znaczgce ryzyko
powstania szkody dla zdrowia, bezpieczeristwa, praw podstawowych (np. prywatnosci) lub $rodowiska.
W rozporzadzeniu odrebnie okreslono obowigzki dostawcéw systemdédw wysokiego ryzyka (przede wszystkim
art.16 i n.) oraz podmiotéw stosujacych tego rodzaju systemy (art.26-27). Dostawcy systeméw wysokiego

ryzyka beda réwniez musieli przejs¢ procedure oceny ich zgodnosci z wymogami rozporzadzenia.

Rozporzadzenie w sprawie sztucznej inteligencji w zasadzie nie reguluje tworzenia i korzystania z systemow
niskiego ryzyka. W art.50 rozporzadzenia, na zasadzie wyjatku, wprowadzono jednak pewne wymogi
transparentnosci (przejrzystosci) dla tych systemdéw. Przykladowo, w przypadku systemdéw Al przeznaczonych
do wchodzenia w bezposrednig interakcje z osobami fizycznymi”, ich dostawcy powinni zapewnid, aby
zainteresowane osoby fizyczne byly informowane o tym, ze prowadzg interakcje z systemem Al (ust.l),
a w przypadku systemdéw ,generujacych tresci w postaci syntetycznych dzwiekédw, obrazéw, wideo lub tekstu”,
dostawcy powinni zapewnié, aby wyniki systemu Al zostaly ,,oznakowane w formacie nadajgcym sie do odczytu
maszynowego i byly wykrywalne jako sztucznie wygenerowane lub zmanipulowane” (ust.2). Pewne obowigzki
w tym zakresie nalozono réwniez na podmioty stosujgce ,system Al, ktdry generuje obrazy, tresci audio lub
wideo stanowigce tresci deepfake lub ktéry manipuluje takimi obrazami lub tresciami.” W takim przypadku

zasadg jest obowigzek ujawnienia, ze tresci te zostaly sztucznie wygenerowane lub zmanipulowane. (ust.4).

W Rozporzadzeniu wprowadzono réwniez szczegdlnag regulacje dla dostawcéw tzw. modeli ogdlnego
przeznaczenia (np. GPT). Zgodnie z art.53 nalozono na nich szczegélne obowigzki zwigzane z korzystaniem
przez nich, na etapie trenowania tych modeli, z danych stanowigcych przedmioty praw autorskich i praw

pokrewnych.

W Akcie w sprawie sztucznej inteligencji przewidziane jest powolanie niezaleznego organu ds. nadzoru nad

przepisami Rozporzgdzenia, a organ ten ma by¢ wyposazony w szereg kompetencji, w tym w zakresie
naktadania wysokich kar pienieznych jako sankcji administracyjnych (w wysokosci nawet do 7 % jego
catkowitego rocznego swiatowego obrotu z poprzedniego roku obrotowego. Novum jest mozliwos¢ nakltadania
kary réwniez przez Europejskiego Inspektora Ochrony Danych, ktéry moze naktadad kary za nieprzestrzeganie

zakazu praktyk w zakresie Al, w wysokosci do 1500 000 EUR.



Data 2 sierpnia 2026 r. jako termin obowigzywania przepisow o systemach wysokiego ryzyka moze
zostaé przesuniety, takg propozycje zglosita bowiem Komisja Europejska w dniu 19 listopada 2025 r.
w projekcie aktu prawnego pt. Al Omnibus (COM(2025) 836 final), stanowigcego czes¢ pakietu pt. Digital
Omnibus (zob. pkt 10 ponizej). Zgodnie z tg propozycja, obowigzywanie przepiséw dotyczacych systeméw

wysokiego ryzyka (art.6 ust.2) oraz systemdéw generujgcych tzw. syntetyczne tresci (art.50 ust.2), ma zostaé
przesuniete na 2027 rok. Zmiana ta spowodowana jest miedzy innymi opdznieniami w wiekszosci paristw Unii
Europejskiej, w tym w Polsce, w wyznaczeniu krajowych organéw nadzorczych, organéw weryfikujacych
zgodno$¢ systemdédw wysokiego ryzyka z wymogami Al Act, a takze brakiem wydania przez organy nadzorcze

wytycznych dotyczacych systeméw wysokiego ryzyka.

W chwili obecnej w Polsce prowadzone sg réwniez prace nad ustawa wdrazajaca Akt w sprawie sztucznej
inteligencji. Projekt ustawy o systemach sztucznej inteligencji opracowany przez Ministerstwo Cyfryzacji
i przedtozony do konsultacji, miedzy innymi zaklada, Ze organem nadzoru ma by¢ nowy organ nadzorczy
- Komisja Rozwoju i Bezpieczeristwa Sztucznej Inteligencji, na ktdrego czele ma staé przewodniczgcy
powolywany przez Prezesa Rady Ministréw. Uchwalenie ustawy o systemach sztucznej inteligencji

planowane jest w 2026 roku.

Akt w sprawie sztucznej inteligencji niewgtpliwie stanowi podstawowsg regulacje dotyczgca stosowania

systemow Al Nalezy jednak podkresli¢, ze do tworzenia i korzystania z Al, w szczegdlnosci generatywnej
sztucznej inteligencji (GenAl), zastosowanie znajdg rdéwniez przepisy innych aktéw prawnych,

w szczeg6lnosci:

1.prawa autorskiego, np. w zakresie przestanek dopuszczalnosci wykorzystywania utwordw jako danych
treningowych na etapie tworzenia modeli AI (art.26°i wyjatek dotyczacy tzw. eksploracji tekstu i danych)

2.RODO, np. w zakresie dopuszczalnosci podejmowania automatycznych decyzji dotyczacych podmiotéw
danych, przy wykorzystaniu narzedzi Al,

3.prawa cywilnego, np. w zakresie okreslenia odpowiedzialnosci za szkody zwigzane z korzystaniem z Al

4.nieuczciwej konkurencji, np. w sytuacji ujawnienia informacji objetych tajemnicg przedsiebiorstwa poprzez
wprowadzenie do systemu Al informacji objetych tg tajemnicg, a ktére to informacje sg nastepnie
traktowane przez operatora systemu Al jako dane treningowe (art.11 uznk),

5.prawa konsumenckiego, np. w zakresie obowigzku podania konsumentowi informacji o indywidualnym
dostosowaniu ceny w oparciu o zautomatyzowane podejmowanie decyzji (art. 12 ust. 1 pkt. 5a ustawy o

prawach konsumenta).



21. USLUGI ZAUFANIA W. TRANSAKCJACH

ELEKTRONICZNYCH (ROZPORZADZENIE EIDAS)

Dotychczas obowigzujgce Rozporzadzenie Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca
2014 r. w sprawie identyfikacji elektronicznej i uslug zaufania w odniesieniu do transakcji elektronicznych
na rynku wewnetrznym oraz uchylajgcym dyrektywe 1999/93/WE (Rozporzadzenie eIDAS), zapewnialo
podstawy prawnej dla podpiséw elektronicznych i innych ustlug zaufania dostarczanych przez uprawnionych
do tego dostawcéw. Ustanowiono w nim standardy dla podpiséw elektronicznych, pieczeci, znacznikéw czasu

oraz ustlug doreczenia elektronicznego, aby zwiekszy¢ bezpieczenistwo i pewno$é prawna transakcji

elektronicznych na terenie Unii Europejskiej. Zapewniono réwniez, ze srodki identyfikacji elektronicznej (eID)
oraz certyfikaty (np. podpiséw elektronicznych) wydane przez jedno z paristw czlonkowskich byly uznawane
i akceptowane w innych krajach. Dzieki temu obywatele, przedsiebiorstwa i administracja publiczna moga
korzysta¢ z uslug elektronicznych bez ograniczen geograficznych — kraje czlonkowskie Unii Europejskiej
wzajemnie uznajg swoje identyfikatory elektroniczne, oczywiscie, pod warunkiem spelnienia okreslonych

kryteriéw.

W dniu 11 kwietnia 2024 r. uchwalona zostala zmiana rozporzadzenia eIDAS poprzez przyjecie Rozporzadzenia
Parlamentu Europejskiego i Rady nr 2024/1183 w sprawie zmiany rozporzadzenia (UE) nr 910/2014
w odniesieniu do ustanowienia europejskich ram tozsamosci cyfrowej (tzw. rozporzadzenie eIDAS 2.0).
Celem eIDAS 2.0 jest usprawnienie mechanizmoéw uwierzytelniania i autoryzacji, zapewnienie wigkszej
spojnosci i interoperacyjnosci pomiedzy systemami identyfikacji cyfrowej w réznych krajach cztonkowskich UE
oraz wzmocnienie ram bezpieczeristwa transakgji elektronicznych w panistwach czlonkowskich UE. Nalezy przy
tym podkreslié, ze na mocy art.51 eIDAS 2.0. ,bezpieczne urzadzenia do sktadania podpisu, ktérych zgodnosé
ustalono zgodnie z art. 3 ust. 4 dyrektywy 1999/93/WE, w dalszym ciagu uznaje si¢ za kwalifikowane
urzadzenia do skladania podpisu elektronicznego na podstawie niniejszego rozporzadzenia do dnia
21 maja 2027 r., a kwalifikowane certyfikaty wydane osobom fizycznym na podstawie dyrektywy 1999/93/WE
w dalszym ciggu uznaje si¢ za kwalifikowane certyfikaty podpiséw elektronicznych na podstawie
niniejszego rozporzadzenia do dnia 21 maja 2026 r. W praktyce nadal wiec mozna korzystac¢ z wydanych juz
przez dostawcéw uslug zaufania podpiséw kwalifikowanych oraz certyfikatéw kwalifikowanych.
Liste kwalifikowanych dostawcéw ustug zaufania w Polsce mozna znaleZ¢ na stronie internetowej Narodowego

Centrum Certyfikacji.

Bazujac na podstawowych zalozeniach rozporzadzenia eIDAS 1.0, eIDAS 2.0 wprowadza nowe postanowienia,

aby sprosta¢ wyzwaniom i mozliwosciom w cyfrowym swiecie. eIDAS 2.0 ustanawia w szczegdlnosci
wymagania nie tylko dla kwalifikowanych, ale takze wobec niekwalifikowanych dostawcéw ustug zaufania.
Dzieki temu uznanie niekwalifikowanych ustug zaufania bedzie jeszcze wyzsze. eIDAS 2.0 wprowadza takze
bardziej rygorystyczne wymagania bezpieczeristwa i programy certyfikacyjne, aby zwiekszy¢é odpornosé

identyfikacji elektronicznej i ustug zaufania.


https://autenti.com/pl/podpisy-elektroniczne
https://autenti.com/pl/produkty/pieczec-elektroniczna
https://autenti.com/pl/e-doreczenia

Szczegdlne znaczenie majg nowe uslugi zaufania, w tym przede wszystkim Europejski Portfel Tozsamosci

Cyfrowej (EU Digital ID Wallet), ktérym bedzie mozna postugiwaé sie na terenie calej Unii. Portfel ma by¢
dostepny jako aplikacja w smartfonie, na ktérej majg by¢ przechowywane rézne dokumenty w formie cyfrowej

(np. dowdd osobisty, prawo jazdy).

Nowelizacja Rozporzadzenia eIDAS weszla w Zycie 20 maja 2024 r., jednak zawarte s3 w nim réwniez
okresy przejsciowe lub terminy, w ktérych Komisja Europejska ma opracowaé akty wykonawcze dla
okreslonych ustug zaufania. Na przyktad, artykul 5a Rozporzadzenia eIDAS zobowigzuje panstwa czlonkowskie
UE do zapewnienia co najmniej jednego Europejskiego Portfela Tozsamosci w ciggu 24 miesiecy od wejscia

w zycie aktow wykonawczych okreslajagcych normy oraz wymagania dla ustugi.

Polska wdraza eIDAS 2.0 przede wszystkim przez nowelizacje ustawy o uslugach zaufania oraz
identyfikacji elektronicznej (projekt UCI22) oraz powigzane zmiany miedzy innymi w ustawie
o informatyzacji i ustawie o aplikacji mObywatel. Uchwalenie tych przepis6w planowane jest w 2026 r.

22. WLASNOSC'INTELEKTUALNA W.INTERNECIE

(PRAWA AUTORSKIE)

Z punktu widzenia praw wlasnosci intelektualnej i prowadzenia dzialalnosci w Internecie w 2025 roku
najwieksze znaczenie prawne majg, uchwalone w 2024 r., przepisy nowelizacji ustawy o prawie autorskim
i pokrewnych. Niezaleznie od tego, wraz z coraz szerszym zastosowaniem generatywnej sztucznej inteligencji,
coraz aktualniejsze stajg si¢ problemy zwigzane ze stosowaniem dotychczasowych paradygmatéw praw

wlasnosci intelektualnej do tego nowego sposobu tworzenia i eksploatacji tresci.

W ramach nowelizacji ustawy o prawie autorskim i prawach pokrewnych z dnia 26 lipca 2024 r.,

dokonano implementacji przepiséw Dyrektywy Parlamentu Europejskiego i Rady (UE) 2019/790 z 17.4.2019 r.

w sprawie prawa autorskiego i praw pokrewnych na jednolitym rynku cyfrowym oraz zmiany dyrektyw
96/9/WE i 2001/29/WE (Dz.Urz. UE L, Nr 130). Wiekszo$¢ tych przepiséw zaczela obowigzywaé w dniu
20 wrzesénia 2024 roku, natomiast art. 86' Prawa autorskiego w drodze wyjatku wszedl w zycie z dniem
20 lutego 2025 roku.



https://www.profinfo.pl/hasla-lex/parlament-europejski,2737.html#utm_source=blog&utm_medium=link&utm_campaign=Nowelizacja+prawa+autorskiego+w+2024.+Co+zmieni%C5%82o+si%C4%99+w+prawie+autorskim%3F&utm_content=Parlamentu+Europejskiego

Z punktu widzenia dzialalnosci w Internecie najwazniejsze z regulacji zawartych w nowelizacji dotycza:

1) dozwolony uzytek w zakresie eksploracji tekstéw i danych (text data mining, TDM)

Eksploracjg tekstéw i danych jest ich analiza wylgcznie przy zastosowaniu zautomatyzowanej techniki stuzgcej
do analizowania tekstéw i danych w postaci cyfrowej w celu wygenerowania okreslonych informacji,
obejmujacych w szczegdlnosci wzorce, tendencje i korelacje (art. 6 ust. 1 pkt 22 pr.aut.). Tego rodzaju dziatania
wykonywane sg miedzy innymi przez systemy sztucznej inteligencji, ktdre z réznego rodzaju tresci dostepne
w Internecie korzystajg jako danych treningowych do ,uczenia” tworzonych modeli. W nowelizacji prawa
autorskiego wprowadzono w zwigzku z tym nowg postaé dozwolonego uzytku, pozwalajgca na eksploracje

tekstu i danych, chyba, ze uprawniony zastrzegt inaczej (art. 26°).

Nie opracowano jeszcze standardu takiego zastrzezenia, polska ustawa stanowi jedynie, ze: dokonuje sie
wyraznie i odpowiednio do sposobu, w jaki utwdr zostal udostepniony, a w przypadku utworédw publicznie
udostepnionych w taki sposéb, aby kazdy mdgt mie¢ do nich dostep w miejscu i czasie przez siebie wybranym
tj, w Internecie, zastrzezenia dokonuje si¢ w formacie przeznaczonym do odczytu maszynowego w rozumieniu
art. 2 pkt 7 ustawy z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym wykorzystywaniu informacji
sektora publicznego (Dz.U. z 2023 r. poz. 1524) wraz z metadanymi. (art. 26° ust.2).

2) przyznanie twércom oraz artystom wykonawcom prawa do wynagrodzenia za dziela udostgpniane
w Internecie

Dodanym w ramach nowelizacji przepisom art. 21* oraz art. 86' Prawa autorskiego zapewniono twdércom
oraz artystom wykonawcom utworu literackiego, publicystycznego, naukowego, muzycznego lub stowno-
muzycznego, w tym twdrcom lub artystom wykonawcom opracowania takiego utworu, prawo do
wynagrodzenia z tytulu publicznego udostepnienia utrwalenia artystycznego wykonania w taki sposéb, aby
kazdy mdgl mie¢ do niego dostep w miejscu i czasie przez siebie wybranym (internetowe pole eksploatacji).
W ten sposob przesadzono, ze tworcom i wykonawcom przystuguje niezbywalne prawo do wynagrodzenia
za udostepnianie ich utworéw w Internecie, szczegdlnie na platformach takich jak serwisy streamingowe czy
VOD.

3) przyznanie wspéltwércom i artystom wykonawcom utworéw audiowizualnych prawa do

wynagrodzenia za wykorzystywanie dziel w Internecie

Nowo wprowadzony art. 70 ust. 2' pkt 5) ustawy wprowadza prawo do otrzymywania tantiem za

wykorzystywanie utworéw audiowizualnych w Internecie (np. przez platformy streaminigowe).

4) nowe prawo pokrewne dla wydawcéw prasy w przypadku eksploatacji ich publikacji w Internecie

W nowelizacji prawa autorskiego wprowadzono réwniez nowe prawo pokrewne dla wydawcdw prasy majace
na celu wzmocnienie profesjonalnych wydawnictw i redakcji w dobie ery cyfrowej, w ramach ktdrej ich
publikacje sg czesto wykorzystywane przez réznego rodzaju agregatoréw tresci. W swietle nowych przepiséw
wydawcom publikacji prasowej przystuguje — bez uszczerbku dla praw twdrcéw i pozostalych uprawnionych
— wylaczne prawo do rozporzadzania publikacjg prasows i korzystania z niej, miedzy innymi w zakresie
publicznego udostepniania publikacji prasowej w taki sposéb, aby kazdy mdglt mieé do niej dostep w miejscu
i czasie przez siebie wybranym (Internet) - art. 997 ust.2 pkt 2. Dzieki temu wydawcom prasowym prawo do
dodatkowego wynagrodzenia za korzystanie z ich utwordw przez dostawcéw ustug swiadczonych drogag

elektroniczng (np. platformy internetowe).


https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4ytmnrtgmztcltqmfyc4nrqgizdcnjtg4&refSource=hyp
https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtg4ytmnrtgmztc&refSource=hyp

W ramach nowelizacji uregulowano takze kwestie wynagrodzenia twoércéw utworéw zamieszczonych
w publikacji prasowej. Tworcy ci majg prawo do 50% wynagrodzenia naleznego wydawecy z tytulu korzystania

z prawa do rozporzadzania publikacjg prasows i korzystania z niej (art. Art. 99° ust.1)

5) nowe zasady odpowiedzialnosci platform internetowych

W $wietle nowo dodanego art. 22> Prawa autorskiego, zasady jest ponoszenie przez dostawce ustug
udostepniania tresci online — ktdry bez wymaganej zgody uprawnionego dokonal publicznego udostepnienia
utworu zamieszczonego przez uslugobiorce — odpowiedzialno$ci z tytulu naruszenia prawa autorskiego.
Dostawcy ustug udostepniania tresci online (platformy internetowe) moga sie z powyzszej odpowiedzialno$ci
zwolni¢ wéwczas, gdy wykazg spelnienie wskazanych w tym przepisie przestanek, np. dolozenia nalezytej

starannosci, aby uzyskad zgode uprawnionego z tytulu praw autorskich (pkt 1).

W 2026 r. nie jest planowane uchwalenie zmian w przepisach ustawy o prawie autorskim i prawach
pokrewnych.

23. WOLNOSC SLtOWA W INTERNECIE

(DYREKTYWA ANT-SLAPP)

W dniu 11 kwietnia 2024 r. uchwalona dyrektywa Parlamentu Europejskiego i Rady nr 2024/1069 w sprawie
ochrony oséb, ktére angazuja si¢ w debate publiczna, przed oczywiscie bezzasadnymi roszczeniami lub
stanowigcymi naduzycie postepowaniami sgdowymi (,strategiczne powddztwa zmierzajace do sttumienia
debaty publiczne;j”), okreslana réwniez jako dyrektywa anty-SLAPP.

Gléwnym powodem uchwalenia dyrektywy jest zwalczanie zjawiska okreslanego jako ,Strategic lawsuit against

public participation” (SLAPP), a wiec wytaczanie pozwéw majacych na celu wywolanie efektu mrozacego
(chilling effect) i zastraszanie os6b, ktére wypowiadajg si¢ na wazne spolecznie tematy. Tego rodzaju
dzialania sg podejmowane zaréwno przez rzgdzacych, jak i korporacje. Chodzi tu przy tym nie tylko o koszty
i ryzyka finansowe zwigzane z tego rodzaju procesami, ale réwniez i ucigzliwosci zwigzane np. z koniecznoscig
stawiania si¢ na rozprawy etc. Istnieje w zwigzku z tym obawa, ze tego rodzaju dzialania ,zniechecajgce” moga
doprowadzié do sytuacji, gdy opinia publiczna nie dowie si¢ o wykrytych, przez aktywistéw czy dziennikarzy,
nieprawidlowosciach.



Zgodnie z regulacjg unijng, pozwani, przeciwko ktérym wytoczono powddztwa SLAPP, bedg mogli wnioskowacd
o oddalenie ich sprawy wczes$niej jako ewidentnie bezzasadnej, a obowigzek udowodnienia, Ze jest inaczej, cigzy
na skarzgcym. Dodatkowo w razie umorzenia sprawy sgd moze domagad si¢ od powoda zaplaty kosztow
postepowania i nalozyé na niego grzywne, jesli sprawa zostanie uznana za naduzycie. Pewng staboscig
omawianej regulacji jest jednak to, ze dotyczy ona wylgcznie sprawa cywilnych o charakterze transgranicznym,
a wiec gdy pozew wytoczony jest w innym paristwie, niz znajduje sie¢ pozwany. Nie dotyczy wiec ona spraw
administracyjnych, karnych czy arbitrazowych. Z uwagi na minimalny charakter harmonizacji w dyrektywie,

mozliwe jest przyjecie przez ustawodawcow krajowych, dalej idgcych rozwigzan.

Zgodnie z art.22 ust.1 dyrektywy, panistwa czlonkowskie majg obowiagzek implementacji przepiséw dyrektywy
do krajowych systemdéw prawnych do dnia 7 maja 2026 r.

W Polsce projekt ustawy wdrazajgcej dyrektywe anty-SLAPP ma zostal przyjety przez Rade Ministréw
na poczatku 2026 r. i nastepnie by¢ procedowany w Sejmie. Ma on przybrad postaé odrebnej ustawy.

24. ZARZADZANIE DANYMI

(AKT W SPRAWIE ZARZADZANIA DANYMI)

Od dnia 24 wrze$nia 2023 r. stosujg sie przepisy Rozporzadzenie Parlamentu Europejskiego i Rady (UE)
2022/868 z dnia 30 maja 2022 r. w sprawie europejskiego zarzadzania danymi (Akt w sprawie zarzadzania

danymi).

Akt w sprawie danymi ma zostaé uzupelniony ustawa wdrazajaca, nad ktéra obecnie w Polsce nadal trwajg

prace legislacyjne.

Istotg Aktu o zarzgdzaniu danymi jest ustanowienie ram prawnych, proceséw i struktur zwiekszajacych

zaufanie i wspierajgcych wymiane danych (,,dzielenie sie danymi”). Dotyczy to:

1. poszerzenia mozliwo$ci ponownego wykorzystywania informacji sektora publicznego przez podmioty
prywatne (np. zasoby rejestréw publicznych, instytucji kultury etc.),

2.okreslenia zasad swiadczenia ustug posrednictwa danych pomiedzy podmiotami prywatnymi,

3.0okreslenia regul dobrowolnego udostepniania danych przez osoby fizyczne lub przedsiebiorstwa dla
wspo6lnego dobra (interesu ogélnego) — tzw. altruistyczne podejscie do danych (np. w zakresie badan
naukowych).




Adresatami obowigzkéw okreslonych w Akcie w sprawie zarzadzania danymi sg zaréwno podmioty publiczne,

jakipodmioty prywatne.

W kazdym panstwie UE ma zosta¢ powolany niezalezny organ nadzorczy nad przestrzeganiem przepiséw
Aktu w sprawie zarzgdzania danymi. Zgodnie z projektem polskiej ustawy o zarzgdzaniu danymi opracowanym
2024 roku przez Ministerstwo Cyfryzacji, organem tym ma by¢ Prezes UODO. W projekcie przewidziano
réowniez realizacje pewnych zadan okreslonych w Akcie w sprawie zarzgdzania danymi przez Prezesa GUS.
W projekcie ustawy wdrazajacej zostal réwniez ustanowiony system sankcji, w tym kar pienieznych
za nieprzestrzegania przepiséw Rozporzgdzenia. Kompetencje w tym zakresie ma Prezes UODO, a gérna granica
kar to 500.000 EURO.

Projekt ustawy o zarzadzaniu danymi =zostal przyjety przez Rade¢ Ministrow w dniu
21 pazdziernika 2025 r. i skierowany do prac parlamentarnych. Nie wiadomo jednak, jakie bedg jego dalsze

losy, zgodnie bowiem z projektem rozporzadzenia UE Digital Omnibus planowane jest bowiem jego uchylenie

i wchloniecie tresci Aktu w sprawie zarzadzania danymi (Data Governace Act) do znowelizowanego Data Act.
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