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WPROWADZENIE

Suwerennos$c¢ technologiczna stata sie waznym elementem dyskusji o strategii
rozwoju zarowno w Polsce jak i w Europie.

Polska Izba Informatyki i Telekomunikacji zaangazowana jest od lat w konstruktywng
debate i konsultacje towarzyszace formutowaniu strategii cyfryzacji, polityk
technologicznych, oraz regulacji technologii cyfrowych w Polsce i Unii Europejskiej.

Autorzy prezentujg niniejsze stanowisko na temat istoty suwerennosci
technologicznej, oraz scenariuszy jej implementacji w obszarze Sztucznej Inteligencji,
z nadziejg, ze stanowic¢ ono bedzie wartosciows inspiracje dla oséb odpowiedzialnych
za te zagadnienia.

Majac swiadomos¢, ze przedstawione w dokumencie koncepcje rozwigzan wymagajg
w wielu aspektach uszczegdtowienia autorzy gotowi sg do ich pogtebienia i rozwoju
we wspotpracy z decydentami, instytucjami i organizacjami zainteresowanymi
wykorzystaniem zawartych w stanowisku propozycji rozwigzan.

SUWERENNOSC TECHNOLOGICZNA

PODSTAWY SUWERENNOSCI

Pojecie suwerennosci technologicznej mozna definiowac szeroko jako zdolnos$é¢ do
niezaktdconego zabezpieczenia, funkcjonowania i rozwoju panstwa na wszystkich
polach, gdzie zasadnicze znaczenie odgrywa technologia i zwigzane z nig zasoby
(kompetencje, infrastruktura, dane, prawa wtasnosci intelektualnej).

Zapewnienie takiej zdolnosci réwniez w sytuacjach nadzwyczajnych (katastrofy,
zaburzenia w globalnych tancuchach dostaw, kryzysy polityczne, konflikty zbrojne)
charakteryzuje kraje i gospodarki o wysokiej suwerennosci technologiczne;j.

Przyktady tak rozumianych “pdl suwerennosci”:

* Infrastruktura: logistyczno transportowa, system finansowy, system
energetyczny, tgcznosc

* Ochrona zdrowia
* Bezpieczenstwo publiczne
* Badania naukowe

* Rozwdj ustug i produktéw cyfrowe, w tym ustugi i produkty Al+
(wykorzystujace Al i inne przetomowe technologie)

Poziom suwerennosci technologicznej mozna interpretowac i mierzy¢ w kategoriach
zarzadzania ryzykiem. Ekspozycja na ryzyko zaburzenia w dostepie do krytycznych
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rozwigzan dla poszczegodlnych pdl to iloczyn prawdopodobienstwa wystgpienia
zaburzenia i kosztu zastgpienia technologii w danym polu. Suwerennosc to
odwrotnos¢ ekspozycji - im wieksza ekspozycja, tym bardziej ograniczona
suwerennosc.

Suwerennos$c¢ czesto utozsamiamy z postawg (podejsciem, strategig postepowania)
wobec tych zagrozen. Z tego punktu widzenia mozna okresli¢ trzy fundamentalne
postawy w zapewnieniu suwerennosci technologiczne;j:

1. Samowystarczalnosé (suwerennos¢ autarkiczna) - catkowita niezaleznos¢ w
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Rys 1. Suwerennos$é¢ technologiczna
z perspektywy zarzadzania ryzykiem

zakresie projektowania, produkcji i wdrazania technologii, w tym petny krajowy
tanncuch dostaw (hardware, software, infrastruktura, talenty). Taka postawa nie
jest szeroko dostepna dla Polski, ze wzgledu na brak zasobow przemystowych
(w szczegodlnosci w zakresie produkcji mikroelektroniki i hardware’u), kapitatu
oraz skali rynkowej. Moze mie¢ zastosowanie jedynie w ograniczonym zakresie
w wybranych elementach tancucha wartosci do eliminacji obszarow
ekstremalnej ekspozyciji na ryzyko zaburzen.

2. Multisourcing (suwerennosc¢ systemowa) - postawa zapewnienia
niezaleznosci poprzez systemowag kontrole kluczowych elementéw tancucha
wartosci oraz stoséw/platform technologicznych, przy jednoczesnym
korzystaniu z wybranych komponentow zewnetrznych. Jej istotg jest obnizanie
ekspozyciji na ryzyko zaburzen dzieki standaryzacji wymagan w domenach,
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segmentacji rozwigzan i dostawcow, umowom ramowym okreslajgcym
gwarancje dostepnosci itp. To podejscie, powszechnie stosowane przez duze
organizacje musi by¢ systematycznie budowane w dtuzszym terminie jako
narzedzie implementac;ji polityk i strategii cyfrowego rozwoju przy
optymalnym wykorzystaniu lokalnych kompetencji i kluczowych partnerstw.

3. Utylitaryzm funkcjonalny (zarzadzany outsourcing) - zdolnos$¢ do korzystania
z gotowych rozwigzan zewnetrznych w sposéb wzglednie niezalezny, dzieki
odpowiednim umowom, certyfikacji, interoperacyjnosci i redundancji
dostawcow. Ten poziom wydaje sie by¢ najszybciej dostepny natychmiast,
cho¢ z ograniczong mozliwoscig kontroli nad rozwojem technologii.

PODEJSCIE SYSTEMOWE DLA POLSKI

W warunkach polski, podstawowym celem w procesie budowania suwerennosci
technologicznej powinno by¢ osiggniecie i utrzymanie suwerennosci systemowej w
wybranych krytycznych obszarach, z zabezpieczeniem funkcjonalnym tam, gdzie
petna kontrola jest niemozliwa lub nieoptacalna.

Doswiadczenia organizacji wdrazajgcych w praktyce multisourcing wskazuje na to, ze
suwerennosc¢ systemowa opierac sie musi o skuteczne mechanizmy ftadu
(governance). Program suwerennosci technologicznej tgczy decyzje polityczne
(domeny, cele, priorytety, ,political return”) i techniczne (mapy drogowe rozwoju
technologii, segmentacja rozwigzan i partnerdw strategicznych, okreslanie domen i
procedur zakupowych, powotywanie i finansowanie projektéw kluczowych dla
rozwoju technologii). Konsekwencje techniczne wybordéw politycznych maja
charakter dtugookresowy, wymagaja konsekwencji w dziataniu zapewniajacej
skutecznos¢ i efektywnosc¢. Podejscie systemowe wymaga w zwigzku mechanizmow
pozwalajgcych w sposdb transparentny rownowazyc¢ te dwie perspektywy.

Co do zasady niezbedne sg tutaj dwa mechanizmy o charakterze horyzontalnym
(miedzyresortowym) - kierunkowy, bazujgcy na krajowej agendzie rozwoju
technologii definiujgcy zatozenia strategii suwerennosci, oraz implementacyjny, o
charakterze nadzorczym lub nadzorczo-wykonawczym.

W obszarze zapewnienia suwerennosci technologicznej w Polsce brakuje takich
mechanizmoéw, co prowadzito do reaktywnej polityki i przypadkowej adaptac;ji.
Strategia suwerennosci powinna to zmienié: budujgc trwata, krajowa zdolnos¢ do
wyznaczania i egzekucji kierunkow rozwoju technologicznego, rowniez w warunkach
kryzysowych i sytuacji nacisku geopolitycznego. Taka zdolno$¢ powinna by¢
zinstytucjonalizowana tworzac ,bastion suwerennosci”.

Administracja posiada przy tym mechanizmy ktére mozna udoskonali¢ i zaadoptowac
do tych nowych celow. W obszarze technologii cyfrowych warto wspomnie¢ choc¢by

Krajowe Ramy Interoperacyjnosci, stworzone w MC, zatwierdzone na poziomie KRMC
i ksztattujgce rozwoj technologii w sektorze publicznym od 2012.
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W obszarze technologii cyfrowych, w tym Al, Krajowe Ramy Interoperacyjnosci
mogtyby sta¢ sie fundamentem dla poszerzonych Krajowych Ram Suwerennosci
Technologicznej (KRST) -zestawu zasad, ktore nie tylko zapewniajg spojnosé
techniczng systemoéw panstwa, lecz takze budujg realng zdolnos$¢ Polski do dziatania
na wtasnych warunkach w obszarze kluczowych technologii, w tym sztucznej
inteligencji. Aby KRST faktycznie wptywaty na wzrost suwerennosci, konieczne sg trzy
kroki.

Po pierwsze, ewolucja prawna: przygotowanie nowelizacji obecnego rozporzadzenia
KRI w kierunku KRST, wprowadzajgcej wymogi suwerennosciowe, takie jak kontrola
nad danymi, zapewnienie mechanizmoéw zastepowalnosci rozwigzan i technologii, a
nastepnie uchwalenie ustawy okreslajgcej proces nadzorczy i certyfikacyjny.

Po drugie, ciaggta integracja z procesem zamoéwien publicznych i finansowaniem:
systematyczna segmentacja, stopniowe wprowadzanie wigzacych profili
technicznych KRST jako wymagan przetargow, oraz centralnych umoéw ramowych
zapewniajgcych interoperacyjnosé, audytowalnosc i mozliwosé strategicznego
multisourcingu.

Po trzecie, wdrozenie mechanizmoéw egzekucji i transparentnosci: monitorowanie ex
ante i ex post prowadzone przez staty zespot wspierajgcy, publiczny rejestr systemow
Al i komponentow spetniajgcych standardy KRST, a takze powigzanie oceny
zgodnosci z mozliwosciag finansowania projektow i ich utrzymania w sektorze
publicznym. Dzieki temu KRST statyby sie operacyjng konstytucjg technologiczna
panstwa, stopniowo wzmacniajgc niezaleznos$¢ od zagranicznych dostawcow i
zwiekszajgc odpornosc¢ Polski na wstrzgsy geopolityczne oraz ryzyka zwigzane z
gwattownym rozwojem technologii.

KRST to przyktad zmian mozliwych do zrealizowania w relatywnie prosty sposéb. Nie
wyczerpujg one jednak potrzeb zwigzanych z efektywnym i skutecznym zapewnienieniem
suwerennosci technologiczne;j.

SUWERENNOSC W OBSZARZE TECHNOLOGII Al

Suwerennos$c¢ technologiczna w obszarze Al oznacza: zdolno$¢ do samodzielnego
tworzenia, testowania i wdrazania konkurencyjnych systeméw Al zgodnych z
wartosciami i interesami kraju, dzieki dostepowi uzytkownikow i tworcow produktéw
Al do alternatywnych rozwigzan i zasobdéw w tancuchu wartosci Al (w tym -
elementow stosu technologicznego).

Tak rozumiana suwerennosé to zdolnosc¢ ktora rodzi dylematy (tradeoffs) zwigzane ze
strategicznymi wyborami, szansami i ryzykami jakie z nich wynikaja, oraz ich
konsekwencjami ekonomicznymi. W tym sensie suwerennos¢ nie jest kategoria
absolutng, lecz wynikiem optymalizacji tych wyboréw z punktu widzenia przyjetych
celoéw, kryteriow i zatozen.
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W aktualnie toczonych dyskusjach méwi sie gtownie o specyficznych ryzykach (np
uzaleznienie od rozwigzan firm “Big Tech”, utrata specjalistow) pomijajgc pozostate
aspekty - w tym tak fundamentalny aspekt jak koszt suwerennosci niezbedny i
mozliwy do poniesienia.

FUNDAMENTALNE ZAtOZENIA DLA SUWERENNOSCI
W OBSZARZE TECHNOLOGII Al

1. Celem suwerennosci w obszarze technologii Al jest umozliwienie wykorzystania
przez Polske szans rozwoju gospodarki i dobrostanu spotecznego ptyngcych z
wytwarzania i wdrazania innowacji Al poprzez ograniczenie negatywnego wptywu
aktorow realizujgcych niezalezne, czesto konkurencyjne agendy: globalne
korporacje technologiczne, wrogie Panstwa i aktorzy poza-panstwowi.

2. Polska jako kraj sredniej wielko$ci musi postrzegac¢ swojg suwerennosc
technologiczng jako element globalnych tancuchow wartosci, ze zdefiniowanymi
polami specjalizacji oraz kluczowymi, elastycznymi partnerstwami, opartymi na
parytecie wzajemnych korzysci.

3. Zapewnienie suwerennosci wymaga zaangazowania zasobéw, proporcjonalnych
do zagrozen i oczekiwanych rezultatéw.

4. Suwerennosc¢ technologiczna nie oznacza izolacji ani autarkii, lecz zdolno$¢ do
podejmowania wtasnych decyzji i zachowania kontroli nad krytycznymi
komponentami ekosystemu Al. kluczowym sg kompetencje. Polska dysponuje
kapitatem ludzkim w obszarze Al i software, ktéry musi zostac¢ strategicznie
wykorzystany, zamiast zasila¢ obce podmioty.
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Rys 2. Przyktadowa analiza zagrozen dla suwerennosci Al.
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5. Dziatania muszg by¢ realistyczne i strategia nie moze zaktada¢ niemozliwego (np.
catkowitej niezaleznosci sprzetowej), ale powinna koncentrowac sie na obszarach,
w ktérych mozliwe jest realne wzmocnienie suwerennosci.

6. Kluczowe ekspozycje dla suwerennosci, zarysowane na rysunku 2, Al dotyczg (1)
komponentéw niezbednych dla budowy mocy obliczeniowej i dostep do mocy
obliczeniowe]j pozwalajgcej na efektywne kosztowo budowanie duzych modeli (2)
duzych modeli ogolnego przeznaczenia stosowanych jako platforma rozwigzan Al
(3) kompetencije specjalistow i ekspertow (4) dostep do platform chmurowych
niezbednych dla budowy i dystrybucji produktow Al. Nalezy podkresli¢ ze tego
typu analiza uwzglednia¢ musi specyfike poszczegdlnych ,pdl suwerennosci” w
ktorych postrzeganie zagrozen oraz wyboér znaczenie technologii mogg sie
istotnie réznic.

7. Krytyczne komponenty wspierajgce suwerennosc to: lokalne modele foundation
models (trening i tuning), kontrola nad warstwg danych i pipeline’dw, niezalezna
infrastruktura compute oraz systemy oceny i certyfikac;ji.

8. Partnerstwa miedzynarodowe powinny by¢ zawierane z pozyciji sity negocjacyjne;j,
wspieranej przez realne aktywa strategiczne i kompetencije.

PUNKT WYJSCIA: ZASTOSOWANIA (USE CASES)

Strategiczna suwerennos¢ technologiczna Polski w obszarze sztucznej inteligencji nie
polega na samowystarczalnosci ani replikowaniu rozwigzan najwiekszych graczy
(USA, Chiny). Kluczem jest rozsadny bilans trzech elementow:

realnych szans na sukces produktowy,

kosztow rozwoju oraz

ryzyka zaleznosci.

Ten bilans budujg konkretne zastosowania - zwtaszcza w sektorach o duzym
znaczeniu gospodarczym i presji modernizacyjnej (priorytetowe pola suwerennosci
technologicznej w obszarze Al). To tam powstaje popyt na modele, dane,
kompetencije i infrastrukture. Konkretne zastosowania generujg warto$c¢, stwarzajg
warunki do weryfikacji wartosci technologii zaréwno w wymiarze technicznym (czy
dziata) jak i biznesowym (czy jej stosowanie jest optacalne). To one, a nie modele per
se, budujg zdolnos$¢ kraju do skalowalnej, niezaleznej innowaciji.

Konkretne zastosowania warto wyprowadza¢ z wczesniej okreslonych scenariuszy
strategicznych i zagrozen systemowych. Takie podejscie scenariuszowe pozwala
lepiej zarzadzac¢ ryzykiem systemowym i dtugofalowym horyzontem niz orientacja na
punktowe zastosowania, identyfikowane ad hoc.

Alternatywa, pozwalajgca unikniecie nadmiernie ztozonych (i czesto nieoczywistych -
co utrudnia podejmowanie decyzji) deliberac;ji jest model hybrydowy, polegajacy na
wytonieniu kilku flagowych zastosowan, ktore pozostajg istotne w przewidywanych
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scenariuszach rozwoju sytuacji geopolitycznej i technologicznej (tzw. invariant cases),
przy jednoczesnej dbatosci o zdolnos$¢ do elastycznej adaptaciji strategii przy
zachodzgcych zmianach. Zastosowania nie powinny wiec determinowac struktury
catej strategii, lecz stanowic¢ jej pierwszy ,kragg operacjonalizacji” - zintegrowany z
mechanizmami oceny ryzyka, komponentami infrastruktury suwerennosciowej oraz
dziataniami bastionu operacyjnego.

WYMIARY POLSKIEJ SUWERENNOSCI Al

Z perspektywy strategii zorientowanej na zastosowania i elastyczne scenariusze
rozwoju, kluczowe wymiary suwerennosci powinny odpowiadac na konkretne
potrzeby wdrozeniowe, nie zas tworzy¢ zamkniety katalog celéw. Mozna jednak
wyréznic¢ nastepujace obszary jako strukturalne warunki suwerennosci operacyjnej:

1. Dane i pipeline’y ML - powinny by¢ przechowywane, wersjonowane i
audytowalne w kraju. Ich kontrola jest niezbedna zaréwno dla ochrony interesu
publicznego, jak i efektywnosci adaptacyjnej modeli.

2. Modele i kod - trenowane i dokumentowane w sposob audytowalny, z
interoperacyjnoscig miedzy. Dotyczy to zwtaszcza modeli $Sredniej wielkosci.
Analiza modeli repozytorium Hugginface wydaje sie wskazywac, ze w wielu
klasach modeli ta grupa stanowi modele najchetniej adaptowane do
zastosowan.

3. Infrastruktura - krajowe zasoby powinny petni¢ funkcje strategicznego bufora
oraz stabilizatora kosztow. Kluczowe sg tu otwarte standardy, lokalna kontrola i
mechanizmy harmonogramowania. Standardy te kluczowe sg dla kolejnego
punktu (4)

4. Wymiennos$¢ dostawcow ustug compute - mozliwa dzieki otwartym
standardom (wspomnianym w punkcie 3) i konteneryzacji, chronigca przed
vendor lock-in.

5. Narzedzia wspomagajace projektowanie i testowanie Al — czyli narzedzia i
platformy inzynierii Al, w tym rowniez te oparte na Al, niezbedne do
zapewnienia bezpieczenstwa, jakosci i zgodnosci z wymogami regulacyjnymi
(audyt, testy, ewaluacja).

6. Ekosystem innowacji -oparty o sektorowe piaskownice innowacji, centra
inkubacji i skalowania, gdzie popyt spotyka sie z eksperymentem, a
doswiadczenia z procesow innowac;ji wspiera rozwoj i upowszechnianie
wiedzy.

7. Mechanizmy bilansujace i rozliczeniowe - np. systemy harmonogramowania,
tokenizacji kosztéw, lokalne schedulery zdolne do zarzadzania zasobami z
wielu zrédet.
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Uporzadkowanie powyzszych wymiarow nie oznacza koniecznosci ich rownoczesnej
realizacji - sg one podporzadkowane priorytetyzacji wynikajacej ze scenariuszy
strategicznych i flagowych zastosowan

SUWERENNOSC Al A KLUCZOWE ZASOBY

Budowanie suwerennosci Al musi odnosi¢ sie do kluczowych zasobdéw, w sposdb
najbardziej fundamentalny wptywajgcych na zdolnos¢ do osiggania celow
suwerennosci, a wiec stanowigcych tez obszar interwencji panstwa. Nalezg do nich:
wiedza, dane, infrastruktura obliczeniowa oraz komponenty stosu technologicznego
(narzedzia, platformy itp.).

WIEDZA

Podstawowym elementem jest wiedza, t.j. posiadane wyksztatcenie oraz
umiejetnosci. Ksztatcenie kadr naukowych oraz wspieranie praktycznych umiejetnosci
tworzenia rozwigzan Al determinujg zdolnos$é gospodarki do zachowania zdolnosci
rozwoju Al. O ile jednak wazny dla suwerennosci jest wzrost liczby dobrze
przygotowanych specjalistow, a takze rosngcy udziat polskiej nauki w przetomowych
badaniach, ten obszar nie moze by¢ obszarem ,samowystarczalnosci”.
Zaangazowanie w rozwoj polskich rozwigzan i technologii Al ekspertéw i specjalistow
spoza Polski, oraz udziat polskich badaczy w realizacji ambitnych, przetomowych
projektow jest waznym czynnikiem dynamizujgcym rozwoj wiedzy i sukces jej
zastosowan. Polska powinna pozostawac radykalnie otwarta na wszelkie kooperacje
(tworzenie centrow R&D, udziat w konsorcjach naukowych, otwarcie rynku pracy na
zagranicznych specjalistow), pod warunkiem troski o atrakcyjnos$¢ Polski jako miejsca
pracy dla najlepszych specjalistow Al.

DANE

Zdrowy komercyjny rynek danych, chronigcy przed eksploatacjg ze strony globalnych
techno-korporaciji to jeden z warunkow szybkiego i bardziej masowego rozwoju
produktow i ustug Al. Komercyjny rynek danych to czynnik réwnie wazny - o ile nie
wazniejszy - jak otwarte dane. O ile w obszarze otwartych danych Polska ma w skali
UE osiggniecia to kwestia komercyjnego rynku danych wymaga zdecydowanych
dziatan otwierajgcy mozliwos$¢ ograniczonego, oparte o mechanizmy biznesowe
wspotdzielenia danych treningowych, oczywiscie w sposodb respektujgcy prywatnosé,
interes ekonomiczny, czy prawo wtasnosci intelektualne;j.

INFRASTRUKTURA | STOS TECHNOLOGICZNY

Infrastruktura obliczeniowa — od superkomputeréw po ,edge GPU” — jest niezbedna, ale
nie wystarczy. Celem nie jest posiadanie mocy obliczeniowej dla niej samej, lecz
stworzenie dostepu do:
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* przestrzeni eksperymentu i testowania (dla uczelni, start-upow, przemystu),
* miejsca narodowe;j refleksji technologicznej (modele, dane, pipeline’y),

* bufora strategicznego w momentach kryzysu (kosztowego, prawnego,
geopolitycznego).

Dlatego celem nie jest replikowanie skali najwiekszych globalnych podmiotow, lecz

zapewnienie dostepnosci do technologii (w szczegolnosci do komplementarnego,
kontrolowalnego i przewidywalnego srodowiska obliczeniowego) na potrzeby

budowy, rozwoju i utrzymania ciggtosci dziatania strategicznych zastosowan -
przede wszystkim tych o znaczeniu publicznym, krytycznym lub systemowym.

SYSTEMOWA SUWERENNOSC INFRASTRUKTURY

Polska potrzebuje strategii, ktéra taczy efektywna dystrybucje zasobow
obliczeniowych (compute mix) z dynamicznym systemem piaskownic
innowacyjnych (innovation sandboxes), realizowanych przez branzowe
konglomeraty. W tym modelu krajowe zasoby:

zapewniajg niezalezno$¢ strategiczng,
rownowaza ceny,

gwarantujg ciggtosc¢ krytycznych projektow,
wspierajg edukacje i eksperyment.

Réwnoczesnie, europejskie i miedzynarodowe zasoby (np. Gaia-X, EuroHPC) sg
wigczane na zasadach interoperacyjnych i pod kontrolg do portfela ustug
obliczeniowych, zas sektorowe piaskownice innowacji (prowadzone przez liderow
innowacji w sektorach, wspieranych przez panstwo) stajg sie mechanizmem ciagtego
testowania, urynkowienia i skalowania innowacji, bez potrzeby budowania
biurokratycznych programow grantowych.

Celem nie jest tylko subsydiowanie infrastruktury, ale strategiczne przypisanie jej do
flagowych zastosowan, w ktorych panstwo petni funkcje integratora i wspot-
inwestora (poprzez system PFR Ventures i programy dotacyjne).

Finansowanie infrastruktury powinno by¢ powigzane z oceng spetniania celéw
suwerennosci operacyjnej, w tym:

poziomem otwartosci (open model / open data),

uzyciem w projektach publicznych i edukacyjnych,

wdrozeniami spetniajgcymi wymogi oceny ryzyk i wartosci (zgodnie z Al Act).

Taki komplementarny compute mix nie tylko umozliwia dziatanie niezaleznie od
globalnych napie¢, ale pozwala tez rozwija¢ wtasne modele w sposéb kosztowo
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zrownowazony - szczegolnie istotny w przypadku $redniej wielkosci modeli
dedykowanych lokalnym problemom.

Sektorowe piaskownice innowacyjne (prowadzone przez lideréw innowacji w
sektorach, wspieranych przez panstwo) powinny by¢ uzupetnione o staty mechanizm
ciggtego urynkowienia i skalowania innowacji, bez potrzeby budowania
biurokratycznych programow grantowych.

Optymalnym podejsciem do realizacji celow suwerennos$ci w obszarze infrastruktury
obliczeniowej jest multisourcing (podejscie systemowe). Mix mozemy realnie
zbudowacé wytgcznie w kooperaciji z partnerami globalnymi i europejskimi z racji (1)
poziomu niezbednych naktadéw inwestycyjnych oraz (2) koniecznosci dziatania w
skali bez ktérej nie jest mozliwe zapewnienie efektywnosci kosztowej takich inwestycji
(w szczegtonosci w zakresie zapotrzebowania na energie).

Warunkiem niezbednym dla realizacji takiej strategii jest umiejetno$¢ oszacowania
polskiego zapotrzebowania na zasoby obliczeniowe i systematyczna aktualizacja tego
oszacowania w sposob pozwalajgcy zapewni¢ podaz tych zasobdw w stopniu
odpowiadajgcym popytowi oraz pozwalajgcym na kontrole kosztéw dla gospodarki.
Mozna takie dziatanie porownac¢ do zarzgdzania rezerwami walutowymi przez NBP.

Niezbedne jest zbudowanie modelu prognostycznego uwzgledniajagcego kluczowe
zrédta popytu:

- budowa i doskonalenie srednich i duzych modeli Al (pipeline’y ML), w tym
potrzeby piaskownic regulacyjnych i innowacyjnych

- eksploatacja skomercjalizowanych duzych i srednich modeli Al (inferencja)

— badania naukowe

REALIZACJA

ROLA BASTION OPERACYIJNEGO

W ramach strategii suwerennosci technologicznej postulujemy stworzenie trwatego,
stabilnego i odpornego na zmiany polityczne ,bastionu operacyjnego”. To instytucja
odpowiedzialna za realizacje strategii suwerennosci, integrator kompetenc;ji oraz
przede wszystkim gwarant ciggtosci dziatania i odpornosci w sytuacjach kryzysowych
o charakterze lokalnym jak i miedzynarodowym.

Bastion powinien by¢ zespotem kompetentnych specjalistéw dziatajgcych na styku
technologii, regulac;ji i interesu publicznego, niezaleznie od polityki. Umocowanie
bastionu w strukturach panstwa powinno tgczy¢ niezaleznos$¢ ze skutecznoscig w
realizacji zadan zwigzanych z podnoszeniem i utrzymaniem poziomu suwerennosci
technologicznej

Zadania bastion obejmuja:
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Transparentne monitorowanie poziomu suwerennosci Al i skutecznosci

Budowe i utrzymanie podstawowe;j infrastruktury suwerennos$ciowej: otwarte

modele, repozytoria, compute, narzedzia MLOps, systemy certyfikacji w
koordynacji z interesariuszami publicznymi i prywatnymi.

Projektowanie i prowadzenie piaskownic sektorowych oraz mechanizmoéw

oceny ryzyk, standardow bezpieczenstwa i zgodnosci z wartosciami.

Nadzér nad krajowym systemem piaskownic regulacyjnych i

eksperymentalnych w zakresie Al, w $cistej wspotpracy z regulatorami
sektorowymi oraz przedstawicielami srodowiska naukowego i liderami
innowacji w sektorach.

Utrzymanie zdolnosci do niezaleznej walidacji modeli i ustug Al wdrazanych w

krytycznych obszarach panstwa, w tym w administracji publicznej i
infrastrukturze strategicznej.

Bastion powinien by¢ powigzany ze strukturami kontroli strategicznej panstwa i
dziata¢ niezaleznie od kadencyjnych fluktuacji politycznych, przy stabilnym

finansowaniu.

Bastion jest koncepcjg ambitng jednak realng - zaréwno w $wietle ustroju panstwa,
jak i doswiadczen polskiej administracji. W strukturach panstwa funkcjonuja juz
instytucje o podobnych cechach: trwate, odporne na zmiany polityczne, posiadajgce
wtasne zaplecze eksperckie i zdolnos¢ do zarzagdzania krytyczng infrastrukturg (patrz

- tabela ponizej).

NBP

GPW

KNF

ULC

Niezaleznos¢ i trwatosc «
Stabilnos¢ systemowa
Prognozowanie i
zarzgdzanie zasobami
krytycznymi

Transparentnosg¢ i
neutralnos¢ « Reguty gry
miedzy panstwem a
rynkiem e Infrastruktura
zaufania

Nadzér regulacyjny ¢
Piaskownice regulacyjne *
Wsparcie dla innowacji w
sektorach krytycznych

Bezpieczenstwo sektorowe
* Integracja z regulacjami
miedzynarodowymi e
Certyfikacja systemow
autonomicznych
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Konstytucyjnie gwarantowana
niezalezno$c¢ « Systemy rozliczen i
clearingowe * Monitorowanie podazy
i popytu w systemie finansowym

Operacyjny operator rynku
kapitatowego * Oddzielenie regulaciji
(KNF) od implementaciji * Jasne,
przejrzyste mechanizmy dziatania

Standaryzacja proceséw i wymogow
» Ochrona uczestnikéw rynku
finansowego ¢ Piaskownica fintech
jako model dla Al

Procedury certyfikacji drondw i
autonomicznych systemdw lotniczych
* Wspodtpraca z EASA ICAO -
Nadzér nad krytycznym sektorem
technologicznym
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Przyktady takie jak NBP, GPW, KNF czy ULC pokazujg, ze Polska potrafi tworzyé
podmioty tgczgce niezalezno$c¢ instytucjonalng z operacyjng skutecznoscia i duzym
znaczeniem dla catego ekosystemu. Bastion moze by¢ kolejnym krokiem -
skoncentrowanym na strategicznych technologiach i sztucznej inteligenciji,
analogicznie do tego, jak NBP dba o stabilnosc¢ finansowg, a GPW zapewnia
transparentne funkcjonowanie rynku kapitatowego

Szczegolnym przyktadem instytucjonalnego zapewnienia suwerennosci jest
Komponent Wojsk Obrony Cyberprzestrzeni. KWOC to jeden z filarow suwerennosci
panstwa oraz wazny “motor innowac;ji” polskich sit zbrojnych. Zespot KWOC to
wszystronna i silna merytorycznie organizacja. Angazuje sie na cyfrowym teatrze
dziatan, a jednoczes$nie zapewnia “sieciocentrycznos$é” polskich sit zbrojnych.
Dostarcza bezpieczng, mobilng komunikacje cyfrowej. Wspiera interoperacyjnosci
systemow zapewnienia Swiadomosci sytuacyjnej i dowodzenia. Wdraza rozwigzania Al
w zadaniach w ktérych szybkosé i trafno$¢ decyzji buduje przewage operacyjna.

Suwerennos$c¢ technologiczna jako element strategii sojuszu NATO oraz naszej wtasnej
strategii i polityki w zakresie ciggtej modernizacji sit zbrojnych musi uwzgledniac
ogromng ztozonos$¢ wspodtczesnych systemow. Kluczem do tego aby technologia w
domenie bezpieczenstwa narodowego byta jednoczesnie suwerenna i nowoczesna
jest interoperacyjnosé systemow, oparta na standardach i precyzyjnie zdefiniowanych
zatozeniach.

WARUNKI BRZEGOWE DLA SKUTECZNEJ REALIZACIJI STRATEGI

Strategia suwerennosci technologicznej w obszarze Al moze byc¢ skutecznie
wdrazana tylko przy spetnieniu okreslonych warunkéw brzegowych - niezbednych
dla trwatosci, skalowalnosci i odpornosci przyjetego modelu:

1. Stabilne i selektywne finansowanie - niezbedne sg mechanizmy finansowania
infrastruktury i projektéw strategicznych (zwtaszcza flagowych zastosowan),
ktore nie podlegajg doraznym wahaniom budzetowym ani presji programow
grantowych. Oznacza to m.in.:

o wprowadzenie zasad finansowania infrastruktury zaleznych od jej
zgodnosci z celami suwerennosci,

o wspotfinansowanie na zasadach partnerstwa publiczno prywatnego, lub
poprzez system PFR Ventures projektow prywatnych o wysokim
potencjale strategicznym,

o selektywne wspieranie ekosystemow piaskownic branzowych
ukierunkowane na zwiekszenie skutecznosci procesow inkubacji i
skalowania produktow.

2. Koordynacja i stato$¢ instytucjonalna - konieczne jest powotanie bastionu
operacyjnego o stabilnym statusie i klarownym mandacie, odpornego na
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5.

6.

zmiany polityczne. Bastion ten powinien petni¢ funkcje nadzorcze,
integracyjne i walidacyjne - niezaleznie od biezacej koniunktury polityczne;j.

Punkt ciezkosci strategicznej - strategia wymaga istnienia instytucjonalnego
punktu ciezkosci, ktoéry wyznacza kierunki, pilnuje spojnosci dziatan oraz
zapewnia szybka reakcje w sytuacjach kryzysowych. Stanowi go narodowa
agenda rozwoju technologii Al, ktérej zrédtem moze by¢ np. polityka Al,
strategia cyfryzacji lub inne dokumenty okreslajgce kierunki i priorytety
rozwoju. Muszg one by¢ - z uwagi na tempo rozwoju technologii -
systematycznie aktualizowane z perspektywy naukowej, zmian w ekosystemie
technologicznym, oraz zmian otoczenia gospodarczego i politycznego.

Interoperacyjnos¢ i otwartos¢ standardow - infrastruktura, modele, pipeline’y i
narzedzia MLOps muszg by¢ zgodne z otwartymi standardami, aby unikngc¢
uzaleznien i zapewni¢ wymiennos$¢ komponentow. Jest to warunek dziatania
strategii ,compute mix”.

Wzmacnianie lokalnych kompetencji - kluczowe jest systemowe wzmacnianie
kompetencji technicznych (Al/ML, MLOps, Al safety) oraz regulacyjnych (risk
assessment, auditing, compliance), takze poprzez tworzenie lokalnych
osrodkow ekspertyzy i edukacji dla sektoréow kluczowych.

Wiaczenie srodowisk uzytkownikow Al -strategia musi uwzgledniac gtos
uzytkownikow (zwtaszcza w administracji, edukaciji, stuzbie zdrowia,
przemysle) - poniewaz to ich problemy wyznaczajg ksztatt zastosowan i
potrzeb infrastrukturalnych.

RYZYKA | DETERMINANTY ZEWNETRZNE

Kazda strategia suwerennosci operacyjnej musi by¢ odporna nie tylko na ryzyka
techniczne, ale takze na presje geopolityczng, ekonomiczng i kulturowa. Nadrzedna
funkcjg bastionu operacyjnego jest wykrywanie tych zagrozen i reagowanie z
wyprzedzeniem.

Ryzyka systemowe:

Uzaleznienie infrastrukturalne - ryzyko dominacji zewnetrznych dostawcow
compute i ustug Al (np. API foundation models), skutkujgce brakiem realnej
kontroli nad wdrozeniami.

Fragmentacja dziatan krajowych -brak jednego punktu ciezkosci prowadzi do
powielania inwestycji, niespojnych standardow i marnotrawienia zasobow.

Presja regulacyjna bez narzedzi - obowigzki wynikajgce z Al Act i innych
przepisow mogg przekroczy¢ realne zdolnosci panstwa i firm, jesli nie
powstanie odpowiednia infrastruktura oceny zgodnosci, testowania i walidacji.
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Brak flagowych zastosowan - jesli strategia nie znajdzie konkretnego
zakorzenienia w sektorach priorytetowych, stanie sie zbiorem abstrakcyjnych
celow bez realnej trakcji.

Determinanty zewnetrzne:

Skala rynku - Polska samodzielnie nie posiada rynku o skali umozliwiajacej
budowe petnego ekosystemu Al; konieczna jest wspotpraca europejska i
partnerstwa miedzynarodowe.

Ceny energii i dostepnos¢ surowcow - efektywnosé inwestycji w compute
zalezy bezposrednio od kosztow energii i bezpieczenstwa dostaw (np. GPU,
pamieci).

Niestabilno$¢ geopolityczna - strategie Al panstw trzecich (USA, Chiny) moga
wptywac na dostepnosc technologii, komponentdw i partnerstw.

Globalny wyscig innowacyjny - szybki rozwoj foundation models, agentow i
systemoéw multimodalnych wymaga zdolnosci do btyskawicznego
eksperymentowania, co oznacza koniecznosc¢ elastycznego modelu sandbox +
bastion.
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KONKLUZJA

Strategiczna suwerennos$¢ technologiczna w Al to nie wielko$é GPU, lecz zdolnos¢
do tworzenia i wdrazania modeli odpowiadajgcych na wtasne potrzeby — na
witasnych warunkach, z zachowaniem kontroli i z mozliwoscig wyboru.

Strategiczna suwerennos¢ technologiczna w obszarze Al nie oznacza
samowystarczalnosci ani budowy petnego autarkicznego ekosystemu. Jest to
zdolnos¢ do dziatania na wiasnych warunkach - w warunkach ograniczen
zasobowych, presji geopolitycznej i szybkich zmian technologicznych.

Wersja operacyjna tej suwerennosci opiera sie na kluczowych filarach:

1. Elastyczna strategia scenariuszowa - umozliwiajgca reagowanie na zmienne
warunki zewnetrzne, poprzez wybor sciezek dziatania zaleznych od poziomu
kontroli, znaczenia sektora i dostepnosci zasobow.

2. Zakotwiczenie w flagowych zastosowaniach - ktore uruchamiajg realny popyt,
pozwalajg testowa¢ modele wdrozeniowe i budowaé kompetencje w sposob
praktyczny. Zastosowania sg nie tylko celem, lecz mechanizmem mobilizacji i
weryfikacji catej strategii.

3. Bastion operacyjny i compute mix - jako gwarant trwatosci, ciggtosci i
kontroli. Bastion pozwala zarzadzac infrastrukturg, kompetencjami i
zgodnoscig wdrozen z wartosciami panstwa. Compute mix zapewnia
stabilno$¢, redundancje i mozliwosc¢ eksperymentu bez uzaleznien.

4. Sektorowe piaskownice innowacyjne - prowadzone przez konsorcja branzowe,
taczace popyt gospodarki z eksperymentem technologicznym, wspierane
regulacyjnie i infrastrukturalnie przez panstwo.

5. System monitorowania i prognozowania zapotrzebowania na zasoby Al -
analogiczny do zarzgdzania rezerwami strategicznymi, umozliwiajacy
planowanie inwestycji i kontrole kosztéw dla gospodarki.

6. Interoperacyjnosc i otwarte standardy - w modelach, danych, narzedziach i
infrastrukturze, aby unikngé¢ uzaleznienia od pojedynczych dostawcow.

Strategia ta wymaga jednoczesnie realnych, cho¢ selektywnych inwestycji,
instytucjonalnej ciggtosci (zapewnianej przez “bastion operacyjny”), oraz
interoperacyjnosci technologicznej. Dla skutecznej realizacji niezbednym warunkiem
jest wtgczenie srodowisk uzytkownikow i ekspertéw a w sferze operacyjnego
zarzadzania - transparentne zarzgdzanie ryzykiem i kosztami.

Polska moze zbudowac systemowg suwerennos$c¢, nie uczestniczagc w cyberwyscigu
ale budujgc odpowiedzialne,efektywne innowacje Al, z rozsadng, operacyjng
architekturg mozliwosci, wspartg wtasciwym wyborem zastosowan, strategig oraz
odpornoscig instytucjonalna.
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