PIT

Uwagi Polskiej Izby Informatyki i Telekomunikacji do projektu Strategii Cyfryzacji Panstwa

Lp. | Czes¢ Obszar Strategii Cel Strategii Tresc uwagi (w przypadku odnoszenia sie do dziatah zawartych w celach prosze
Strategii podad litere a), b), ¢), itd.)
| Wstep Wybierz element. Wybierz Strategia Cyfryzacji Panstwa traktuje suwerennosé cyfrowa jako kluczowy element
element. rozwoju kraju, podkreslajac, ze intensywne inwestowanie w cyfryzacje oraz

zwiekszenie poziomu suwerennosci cyfrowej nie jest juz kwestig wyboru, lecz
koniecznoscig, bez ktérej pozycja Polski wyraZznie ostabnie. Na poziomie Unii
Europejskiej wzrasta znaczenie suwerennosci cyfrowej i koniecznosci przenoszenia
produkcji kluczowych komponentéw stosu technologicznego do Europy, a takze
zwiekszenia niezaleznosci infrastruktury cyfrowej od najwiekszych globalnych
graczy.

Suwerennos¢ technologiczna (cyfrowa) to zdolnos¢ panstwa lub wspdlnoty — jak UE
— do autonomicznego ksztattowania rozwoju w domenie cyfrowej oraz korzystania
z technologii zgodnie z wtasnymi wartosciami i interesami. Nie oznacza
izolacjonizmu, lecz polega na swobodzie w wyborze, tgczeniu i przechodzeniu
miedzy technologiami i rozwigzaniami, ktdre najlepiej odpowiadajg potrzebom
panstw lub wspdlnoty oraz zapewnieniu dostepu do szerokiego wachlarza
rozwigzan przy jednoczesnej redukcji zaleznosci od zewnetrznych podmiotdéw i
zachowaniu kontroli np. nad miejscem przechowywania danych, ich szyfrowaniem i
dostepem do danych. Tak rozumiana suwerennos¢ technologiczna prowadzi do
wzmacniania odpornosci gospodarczej, informacyjnej i militarnej. Suwerennosc¢
technologiczna to projekt polityczny, gospodarczy i cywilizacyjny, ktéry powinien
by¢ realizowany. Jego celem jest utrzymanie przez Europe i Polske zdolnosci do
samostanowienia w erze cyfrowej, w oparciu o wspdlne wartosci, zdolnosci




technologiczne i wspdtprace — nie zas poprzez protekcjonizm. Stanowi ona
fundament nowoczesnej, bezpiecznej i konkurencyjnej gospodarki, otwartej na
wspotprace z miedzynarodowymi partnerami na uczciwych warunkach.
Mozliwos¢ czerpania najlepszych technologii i Swiadomego wyboru przez
administracje powinno prowadzi¢ do eliminacji klauzul abuzywnych i tych
utrudniajgcych zmiane dostawcy technologii, promowac interoperacyjnosc i
podejmowac dalsze prace zmierzajgce do zwiekszania przenoszalnosci danych.
Wolnos¢ wyboru jest jednym z elementéw suwerennosci w wymiarze
technologicznym. Ten wybdr bedzie stanowit o silnym sektorze publicznym.

Il Wizja

Wybierz element.

Wybierz
element.

W ocenie PIIT, cho¢ w czesci Wizja méwi sie o wyzwaniach dotyczgcych budowania
suwerennosci cyfrowej, to w zbyt matym stopniu podkres$lona zostata potrzeba
wptywania Polski na ksztatt dyskusji o suwerennosci na poziomie europejskim.
Ambicjg polskiego panstwa powinno by¢ zwiekszanie wptywu na ksztatt
europejskich polityk i potencjatu catego kontynentu. Skupianie sie w zbyt duzym
stopniu na lokalnej perspektywie i odwotywanie sie do sytuacji innych panstw
gtéwnie przez pryzmat wyscigu o prym lidera w jakiejs dziedzinie, dziata na nasza
niekorzysé. Istotnym elementem Strategii powinno by¢ nakreslenie ambicji w
zakresie ksztattowania prawa na poziomie unijnym, gdyz znaczenie na arenie
miedzynarodowej buduje sie nie tylko poprzez konkurencje, ale takze przez
wspotprace. Warto aby diagnoza (analiza SWOT) zostata uzupetniona o punkt
dotyczacy wptywu Polski na polityke i prawodawstwo europejskie. Z kolei przy
nakreslaniu celéw nalezy wskazaé bardziej szczegétowo, jak Polska zamierza
walczy¢ w instytucjach europejskich w ciggu najblizszych 10 lat o kwestie dla nas
kluczowe. ,,Zwiekszenie zaangazowania” i ,,aktywna wspodtpraca”, to sformutowania
zdecydowanie zbyt ogdlne. Cenne bytoby rowniez wskazanie w poszczegdlnych
obszarach konkretnych celéw do osiggniecia w zakresie polityki europejskiej (np. w
zakresie komunikacji elektronicznej powinno to by¢ w naszej ocenie zapewnienie




srodkéw na rozbudowe i zwiekszenie odpornosci infrastruktury cyfrowej w nowej
perspektywie finansowej). Postulujemy zatem ujecie tego aspektu zaréwno w Wizji,
jak i w dalszych czesciach dokumentu.

Il Wizja

Fundamentem cyfryzacji panstwa jest cyfryzacja strategicznych sektorow
gospodarki. W tym kontekscie, istotne jest uwzglednienie elementu tgcznosci
telekomunikacyjnej przy planowaniu projektow publicznych, ktére majg znaczenie
strategiczne dla bezpieczerstwa panstwa lub dla podniesienia poziomu
ucyfrowienia gospodarki.

Postulujemy planowanie rozwoju dedykowanych systeméw tgcznosci w
konkretnych sektorach gospodarki (takich jak specjalistyczne systemy tgcznosci
GSM-R i FRMCS dla transportu kolejowego, budowa dedykowanych sieci tgcznosci
dla stuzb publicznych — Public Protection and Disaster Relief, dla sektora energetyki,
zapewnienie tacznosci w obiektach infrastrukturalnych dual-use, jak tunele, dworce
kolejowe i inne budowle stuzgce za schrony, etc). Realizacja znacznej czesci tych
projektéw nie lezy w gestii Ministerstwa Cyfryzacji, tylko innych instytucji
publicznych, a co za tym idzie, konieczna jest wspdtpraca Ministerstwa z tymi
instytucjami, w celu optymalnego planowania i zarzadzenia istniejgcymi zasobami.
Projekty publiczne mogg by¢ realizowane przy udziale sektora prywatnego, tak by
zapewnic¢ panstwu kontrole nad strategicznymi obszarami, jednoczesnie unikajac
niepotrzebnego dublowania infrastruktury telekomunikacyjnej i wykorzystac
istniejgcy na rynku know-how.

Doceniamy wskazanie w dokumencie Strategii Cyfryzacji Paristwa obszaréw, w
ktorych wspdtpraca poszczegdlnych instytucji publicznych jest konieczna do
osiggniecia wyznaczonych celdw cyfryzacji. Postulujemy jednak, by dokument
Strategia Cyfryzacji Paristwa uwzgledniat takze cele do osiggniecia na poziomie
miedzyresortowym, w ktérych Ministerstwo Cyfryzacji wystepuje w roli




konsultacyjnej w aspekcie tgcznosciowym, a inne instytucje odpowiadajg za
realizacje danego projektu. Pozwolitoby to na spdjniejsze zarzgdzanie rozwojem
tacznosci i odpowiadato na zdiagnozowang juz przez Ministerstwo stabg strone w
analizie SWOT Cyfrowego Panstwa — silosowosci administracji publicznej.

Il Wizja Wybierz element. Wybierz Postulujemy uzupetnienie Wizji o jednoznaczne wskazanie, ze celem Strategii jest
element. nie tylko adopcja technologii i rozwoju kluczowych sektoréw gospodarki, lecz
réwniez wzmachianie pozycji konkurencyjnej polskich firm technologicznych i
eksport ustug cyfrowych, wraz z zapowiedzig wyboru priorytetowych specjalizacji.
Il Diagnoza Wybierz element. Wybierz Lit g)
element. W tej czesci strategia wspomina, ze ,,najwieksze globalne firmy technologiczne {...)

muszg uczciwie kontrybuowac do rozwoju panstwa, rdwniez w obszarze
podatkowym”. Zgadzamy sie z tym stwierdzeniem, przy czym nie odczytujemy go
jako sugestii, ze przedsiebiorstwa nie ptacg zgodnie z prawem, wymaganych od
nich podatkéw. Miedzynarodowe firmy technologiczne w sposéb znaczacy
kontrybuujg zaréwno do budzetu panstwa, jak i do rozwoju gospodarki. Sektor
gospodarki cyfrowej w Polsce stanowi dzi$ ok. 10 proc. PKB i daje prace ok. 1,5 mIn
0s06b. W ujeciu podatku jako procentu przychodu, wptywy CIT z dziatalnosci firm
technologicznych sg poréwnywalne do przedsiebiorstw z innych branz. Co wiecej,
tworzac miejsca pracy dla wysoko wykwalifikowanej kadry inzynierskiej
kontrybuujg do gospodarki wysokimi wynagrodzeniami, ktére przektadajg sie na
konsumpcje, jak i Swiadczeniami, ktére zasilajg budzet ZUS. Wiele
miedzynarodowych firm technologicznych ma swoje oddziaty w Polsce, ktére
wspotpracuja z szeroka gama lokalnych dostawcéw, tworzac dodatkowg wartosci
poprzez swoje taricuchy dostaw. Oprdcz bezposredniego wptywu na gospodarke,
obecnosé miedzynarodowych firm technologicznych w Polsce, poprzez liczne i
czesto bezptatne szkolenia oraz wspoétprace z wiodgcymi polskimi uczelniami,




przyczynia sie do rozwoju umiejetnosci cyfrowych zaréwno w spoteczenstwie, jak i
wsrdd polskich przedsiebiorstw.

Nalezy réwniez wspomnie¢, ze wiele polskich przedsiebiorstw aktywnie korzysta z
ustug oferowanych przez miedzynarodowe firmy technologiczne. Poczgwszy od
powszechnie znanych ustug, np. pakiety biurowe, poczta e-mail czy komunikatory i
mapy, po bardziej zaawansowane narzedzia. Dla wielu matych i sSrednich
przedsiebiorstw, kluczowym w dotarciu do klient jest reklama online. Wedtug
badania European Public Policy Partnership, 40 proc. ankietowanych w Polsce
przedsiebiorstw uwaza, ze reklama online pozwala im konkurowa¢ z wiekszymi i
bardziej rozpoznawalnymi markami.

IV Wyzwaniai | Wybierz element. Wybierz W Strategii trafnie zidentyfikowano wyzwania zwigzane z dominacjg globalnych

trendy element. platform cyfrowych, jednak nie przypisano im konkretnych dziatan ani miernikéw.
Wnosimy o doprecyzowanie, w jaki sposéb panstwo zamierza realizowac zasade
réwnego pola gry oraz wspiera¢ konkurencyjnos¢ krajowych podmiotdéw.

V Analiza Wybierz element. Wybierz Analiza SWOT w ograniczonym stopniu uwzglednia dorobek i potencjat polskiego

SWOT element. sektora prywatnego, w szczegdlnosci w obszarach takich jak e-commerce,
bankowo$¢ cyfrowa, ptatnosci elektroniczne czy ustugi software’owe. Postulujemy
uzupetnienie analizy o te elementy oraz o ryzyko konkurowania administracji
publicznej z rynkiem.

V Analiza 1.1 Komunikacja Wybierz Uwagi PIIT dotyczace analizy SWOT w zakresie komponentu , Infrastruktura

SWOT elektroniczna element. techniczna” (poprzednio: , Infrastruktura”) zostaty uwzglednione tylko czesciowo.

Podtrzymujemy potrzebe wprowadzenia nastepujacych modyfikacji:

e Projekt wciagz wskazuje na trend rozdzielania infrastruktury od ustug jako
szansa dla rynku (juz nie w tabeli, ale wcigz we wstepie), mimo postulatu PIIT
usuniecia traktowania go jako trwatego motoru rozwoju. Proponujemy zmiane
zdania we wstepie ,Szansg na zwiekszenie srodkéw na inwestycje oraz na
poszerzenie pola dziatalnosci operatoréw telekomunikacyjnych (od lat




zwracajgcych uwage na malejgce przychody) jest trend oddzielania
infrastruktury od ustug (w Polsce widoczny zaréwno w sieciach ruchomych jak i
stacjonarnych)" na ,,Silng strong polskiego rynku telekomunikacyjnego jest jego
elastycznos$é, uwidoczniona m.in. przez trend oddzielania infrastruktury od
ustug (w Polsce widoczny zaréwno w sieciach ruchomych jak i stacjonarnych),
ktory umozliwit czesci operatoréw telekomunikacyjnych zwiekszenie srodkéw
na inwestycje, a tym samym poszerzenie pola dziatalnosci.", co jest spdjne z
obecnym ksztattem tabeli SWOT.

Silne strony:

o

Szanse:
o

o

Nie dodano do ,,Silnych stron” rynku cech sugerowanych przez PIIT:
wysokiego udziatu hurtowego dostepu, dojrzatosci modeli hurtowych.
Doswiadczenie w zakresie dysponowania srodkami publicznymi
powinno trafi¢ do ,stabych stron” ze wzgledu na niski stopien
rozdysponowania srodkéw na budowe sieci w ramach FERC i KPO.

W projekcie wskazano jako szanse zwiekszong dostepnos$é do ustug
satelitarnych o coraz lepszych parametrach jakosciowych (co jest
faktem), jednak Strategia w zadnym miejscu nie wskazuje na
zagrozenia zwigzane z silng koncentracjg na rynku ustug satelitarnych,
co moze okazaé sie bardzo istotnym zjawiskiem w $wietle rozwoju
technologii mobilnych-satelitarnych (D2D).
Brakuje pozycji:
= Efektywna gospodarka widmem radiowym (wazne np. w
kontekscie dyskusji o gérnej czesci pasma 6 GHz czy blizszego
wspotdziatania panstw cztonkowskich przy rozwigzywaniu
problemdw zaktécen ze strony panstw trzecich).




=  Wprowadzenie mechanizméw wsparcia odpornosci
infrastruktury i ustug.

Zagrozenia:

o

Nie wskazano na obcigzenia regulacyjne sektora (koszty regulacji i brak
harmonizacji UE).

Nie jest jasne, co autorzy mieli na mysli piszac o ,,nierébwnomiernym
dostepie do infrastruktury”. Jesli stwierdzenie to odnosi sie do réznic w
podejsciu réznych JST i innych podmiotéw publicznych na terenie kraju
do udostepniania swojej infrastruktury technicznej, to nalezy to
uscisli¢. W przeciwnym wypadku PIIT postuluje wykreslenie tej pozycji.
Nowy projekt nadal ujmuje ,, propozycje paneuropejskiej konsolidacji”
jako zagrozenie, wbrew postulatowi neutralnosci i case-by-case
kontroli organéw konkurencji. PIIT podtrzymuje przy tym, ze
zagrozeniem dla rynku jest niewystarczajgca skala prowadzonej
dziatalnosci.

Brakuje pozycji:

» Stabe przygotowanie polskich firm, zwtaszcza MSP, do
funkcjonowania w Przemysle 4.0. Brak innowacyjnosci moze
spowodowaé, ze Polska stanie sie rynkiem zbytu dla
zagranicznych technologii.

=  Starzenie sie populacji zwiekszajace bariere popytowa.

= Brak mechanizméw pozwalajacych na obnizenie kosztow
utrzymania sieci na terenach wykluczonych.

= Nie uwzgledniono interesdw narodowych zwigzanych z
utrzymaniem pasma dla naziemnej telewizji i radiofonii.
Operatorzy sieci komdrkowych (MNO) stojg na stanowisku, ze
po 2030 roku dalsze utrzymywanie obecnego sposobu




wykorzystywania pasma ponizej 700 MHz (tj. zakres 600 MHz i
ponizej) nie bedzie adekwatne w Swietle ewolucji preferencji
obywateli co do sposobu pozyskiwania informacji. Pasma
zasiegowe bedg kluczowe dla zapewnienia odpowiedniej
jakosci ustug $wiadczonych przy wykorzystaniu ruchomych sieci
telekomunikacyjnych na obszarach niezurbanizowanych, co jest
istotne takze z punktu widzenia bezpieczenstwa. W zwigzku z
tym stanowisko Polski w ramach dyskusji o przysztosci pasma
wykorzystywanego obecnie przez naziemng telewizje powinno
by¢ elastyczne i dostosowane do zmieniajgcych sie tendencji
technologicznych.

= Natomiast zdanie odrebne w tej kwestii przedstawia Emitel,
ktory uwaza, ze Strategia pomija znaczenie pasma UHF
wykorzystywanego przez naziemna telewizje cyfrowa oraz
pasm przeznaczonych dla radiofonii (FM/DAB+). Brak
jednoznacznej identyfikacji tych zakreséw jako zasobéw o
strategicznym znaczeniu z punktu widzenia bezpieczenstwa
informacyjnego, odpornosci panstwa oraz pluralizmu mediow
stanowi ryzyko. W sytuacji trwajgcych na poziomie UE dyskusji
0 przysztym wykorzystaniu pasma UHF i pojawiajacych sie
koncepcji jego redystrybucji na potrzeby komunikacji mobilnej
lub satelitarnej, brak odniesienia do intereséw narodowych w
tym obszarze moze prowadzi¢ do ich marginalizacji w polityce
widmowej.

Vi Celei
czynniki

Wybierz element.

Wybierz
element.

Strategia wskazuje cele horyzontalne, jednak nie rozdziela w sposéb jednoznaczny
celoéw i dziatan kierowanych do administracji publicznej od tych adresowanych do




umozliwiajgce
ich realizacje

sektora prywatnego. Postulujemy wyrazne rozdzielenie tych dwdch logik (panstwo
—rynek), w tym osobne nazwanie celdéw, narzedzi interwencji i odpowiedzialnosci
instytucjonalnej.

Vi Celei Wybierz element. Wybierz Cele strategiczne zostaty sformutowane wytgcznie na rok 2035. Brakuje celéw
czynniki element. posrednich oraz mapy drogowej (roadmapy) umozliwiajgcej monitorowanie
umozliwiajgce postepow i korekte dziatan w trakcie realizacji Strategii. Wnosimy o uzupetnienie
ich realizacje dokumentu o kamienie milowe i etapy realizacji.

VI Celei 1.1 Komunikacja Wybierz W zakresie opisu obszaru horyzontalnego — komunikacji elektronicznej rola sektora
czynniki elektroniczna element. wciaz jest niedoceniana. Infrastruktura telekomunikacyjna oraz dziatalnos¢

umozliwiajgce
ich realizacje

operatoréw majg fundamentalne znaczenie dla bezpieczenistwa panstwa.
Przedsiebiorcy realizujg szereg obowigzkdéw, ktére potwierdzajg ich kluczowg role
(planowanie dziatania na wypadek szczegdlnych zagrozen, nieodptatne
udostepnianie urzadzen telekomunikacyjnych na potrzeby akcji ratowniczych,
realizacja zadan zwigzanych z ochrong infrastruktury krytycznej, wysytanie Alertéw
RCB, blokowanie domen uznawanych za szkodliwe, przeciwdziatanie naduzyciom w
komunikacji elektronicznej, gotowos$¢ do dziatan w stanach nadzwyczajnych). Takze
skupianie sie wytgcznie na tgcznosci satelitarnej jako zasobie podwdjnego
zastosowania wypacza obraz i nieuzasadnione zaweza perspektywe. Infrastruktura
zlokalizowana na terytorium Polski jest nie tylko strategicznym zasobem, ale takze
elementem podlegajacym scistej kontroli i ochronie, co czyni jg bardziej pewng i
dostepna niz zasoby satelitarne.
Dodatkowo nalezy podkresli¢, ze naziemna infrastruktura radiofoniczna i
telewizyjna — utrzymywana i rozwijana przez operatoréw krajowych stanowi
kluczowy komponent krajowej infrastruktury krytycznej, zapewniajgcy odporne,
powszechne i niezalezne od zagranicznych podmiotéw kanaty dystrybucji
informacji. W przeciwienstwie do tgcznosci satelitarnej, infrastruktura naziemna:

1) jest w catosci zlokalizowana i kontrolowana na terytorium Polski,




2) funkcjonuje niezaleznie od czynnikéw geopolitycznych,
3) umozliwia natychmiastowe dotarcie do catego spoteczenstwa w sytuacjach
kryzysowych (komunikaty bezpieczenstwa, ostrzeganie publiczne),

4) charakteryzuje sie wysokg odpornoscig fizyczng i redundancja,

5) stanowi fundament pluralizmu i bezpieczenstwa informacyjnego panstwa.
Z tych wzgleddéw Strategia powinna wyraznie wskazywaé naziemng radiofoniczno-
telewizyjng infrastrukture nadawczg jako strategiczny zaséb panstwa, réwnorzedny
wobec innych technologii tgcznosci, oraz przewidzieé dziatania wzmacniajgce jej
odpornos¢, modernizacje i stabilnos¢ regulacyjng.

VI Celei
czynniki
umozliwiajgce
ich realizacje

1.1 Komunikacja
elektroniczna

Cel1

W odniesieniu do zasiegu sieci mobilnych w Strategii stwierdzono: , W przypadku
wdrazania technologii 5G za sprawq przeprowadzonego w 2023 roku postepowania
aukcyjnego na czestotliwosci pasma 3,6 GHz nastqgpita znaczqgca poprawa i obecnie
(2025 r.), wedtug danych UKE, ponad 90% gospodarstw domowych w Polsce
znajduje sie w zasiegu sieci 5G”.

W ocenie PIIT to zdanie zawiera daleko idgce uproszczenia i moze wprowadzaé
odbiorcow w btad. Aukcja z 2023 r. oczywiscie byta kluczowa dla wdrazania
technologii 5G w Polsce, ale poprawa zasiegu sieci 5G nie wynikata z procesu
selekcyjnego, lecz z inwestycji, ktére poczynili operatorzy. Co wiecej, pasmo 3,6
GHz nie jest pasmem zasiegowym, jak np. pasmo 700 MHz rozdystrybuowane
dopiero w 2025 r. Blizsze prawdy bytoby stwierdzenie, ze do 90% pokrycia sieciami
5G w Polsce doszlismy tak pézno, gdyz pasma pionierskie 5G nie byty w Polsce
dostepne znacznie dtuzej niz w innych panstwach cztonkowskich UE.

W zwigzku z tym postulujemy nadanie temu zdaniu brzmienia:

,Za sprawgq inwestycji operatoréow mobilnych, ktérzy na skutek przeprowadzonych
w latach 2023 i 2025 roku aukcji uzyskali mozZliwosc¢ korzystania z pasm pionierskich
dla technologii 5G (3,6 GH i 700 MHz), nastgpita znaczqca poprawa zasiegu ustug w
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tej technologii. Obecnie (2025 r.), wedtug danych UKE, ponad 90% gospodarstw
domowych w Polsce znajduje sie w zasiegu sieci 5G”.

Dodatkowo zwracamy uwage, ze rozwdj sieci mobilnych — cho¢ kluczowy — nie
moze by¢ analizowany w oderwaniu od infrastruktury naziemnej radiofonii i
telewizji, infrastruktury radionawigacyjnej oraz infrastruktury radiolokacyjnej ktéra
réowniez petni funkcje krytycznego kanatu komunikacji z obywatelami i istotng role
w bezpieczenstwie Painstwa. Wysoki zasieg technologii 5G nie zastepuje potrzeby
utrzymania i modernizacji ogélnokrajowej infrastruktury nadawczej,
wykorzystywanej m.in. do rozpowszechniania komunikatéw bezpieczenstwa oraz
zapewniania powszechnego dostepu do informacji.

W zwigzku z tym postulujemy, aby w Celach i dziataniach towarzyszacych
rozwojowi sieci mobilnych réwnolegle uwzglednic potrzebe wzmacniania
infrastruktury naziemnej, w tym jej odpornosci, redundantnych Sciezek transmisji i
stabilnosci regulacyjnej, co ma bezposrednie znaczenie dla interesu publicznego
oraz bezpieczenstwa panstwa.

VI Celei
czynniki
umozliwiajace
ich realizacje

1.1 Komunikacja
elektroniczna

Cel 1

Autorzy projektu Strategii zauwazajg, ze: ,Konieczne jest (...) sformutowanie
odpowiedzi na problem spadajqcej (w ujeciu realnym) wartosci rynku, przektadajgcy
sie na ograniczenie zdolnosci inwestycyjnych przedsiebiorstw telekomunikacyjnych.”
Niestety projekt nie proponuje takiej odpowiedzi. Z pewnoscig nie jest nig
uchwalenie nowelizacji Megaustawy, ktdra moze mieé istotne znaczenie dla
likwidowania barier w szeroko pojetym procesie budowlanym, ale nie wptynie na
zwiekszenie optacalnosci samego prowadzenia dziatalnosci telekomunikacyjnej. Ta
moze wzrosnac dzieki obnizaniu kosztéw $wiadczenia ustug (na co panstwo ma
wptyw poprzez obnizanie obcigzen fiskalnych).

W zwigzku z tym wnosimy o okreslenie dodatkowego celu posredniego (1.1.5.) albo
rozszerzenie celu 1.1.1. o nastepujace dziatania:
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1)

2)

3)

4)

5)

6)

7)

na poziomie europejskim aktywne zabieganie o petng harmonizacje ram
regulacyjnych dla sektora i zasad ochrony konsumenta na catym rynku
cyfrowym (w ramach prac nad DNA czy innymi aktami).

uruchomienie mechanizmu umowy inwestycyjnej i skierowanie srodkéw z
Funduszu Szerokopasmowego na realng dziatalnos$¢ inwestycyjng (o tym
wiecej w kolejnym punkcie).

obnizenie albo co najmniej zamrozenie optat zwigzanych z prowadzeniem
dziatalnosci telekomunikacyjnej (optaty za numeracje, roczne optaty za
czestotliwosci, optaty za wydanie pozwolenia radiowego).

wycofywanie optaty telekomunikacyjnej w zwigzku ze zmiang zakresu
wyzwan zwigzanych z regulacjg rynkéw cyfrowych i sytuacjg regulacyjng
przedsiebiorcéw komunikacji elektronicznej.

promowanie dfugich okreséw rezerwacji czestotliwosci i korzystanie z
mechanizmu przedtuzania rezerwacji 15-letnich.

ograniczenie i uspdjnienie obowigzkdéw przedsiebiorcéow
telekomunikacyjnych w zakresie raportowania (dodatkowo lepsze
wykorzystywanie danych, ktérymi dysponuje administracja).
uwzglednienie w polityce inwestycyjnej i regulacyjnej panstwa
koniecznosci utrzymania i modernizacji infrastruktury naziemnej
radiofonii i telewizji, bedacej elementem krajowej infrastruktury
krytycznej.

W kontekscie problemu spadajgcej wartosci rynku telekomunikacyjnego oraz
ograniczonych mozliwosci inwestycyjnych przedsiebiorstw, szczegdélnego znaczenia
nabiera stabilnos¢ i przewidywalnos¢ regulacyjna dotyczgca operatoréw
Swiadczacych ustugi rozpowszechniania programoéw radiowych i telewizyjnych.
Niezbedne jest zapewnienie, aby mechanizmy inwestycyjne — takie jak umowa
inwestycyjna czy srodki Funduszu Szerokopasmowego — mogty obejmowac nie
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tylko inwestycje w facznos¢ mobilng i szerokopasmowa, ale réwniez projekty
wzmachiajace odpornosé i niezawodnos¢ infrastruktury nadawczej, ktéra petni
kluczowa role w systemie komunikacji kryzysowej, bezpieczenstwa informacyjnego
oraz powszechnego dostepu do tresci publicznych.

Vi Celei
czynniki
umozliwiajgce
ich realizacje

1.1 Komunikacja
elektroniczna

Cel 1

W ocenie PIIT wcigz aktualny pozostaje postulat zapewnienia dedykowanego
finansowania inwestycji zwiekszajgcych odpornosc sieci telekomunikacyjnych -
przede wszystkim zas sieci mobilnych. W obliczu zagrozen wynikajacych ze zmian
klimatu (gwattowne zjawiska pogodowe) i niepewnej sytuacji geopolitycznej (wojna
w Ukrainie) zwiekszenie gwarancji niezawodnosci sieci telekomunikacyjnych
powinno by¢ priorytetem panstwa. O niezbednosci i pilnosci problemu swiadcza
ostatnie ataki hybrydowe na infrastrukture krytyczng w Polsce. Starania panstwa
nie powinny skupiac sie wytgcznie na poprawie bezpieczenstwa tej infrastruktury,
ktéra nalezy do podmiotéw kontrolowanych przez panstwo — np. kolei. To, ze
wiekszos¢ rynku telekomunikacyjnego nalezy do prywatnych wiascicieli z
pewnoscig nie jest okolicznoscig, ktdra czyni z infrastruktury telekomunikacyjnej
dobro o mniej krytycznym znaczeniu. W interesie panistwa jest zapewnienie jak
najlepszych warunkdéw do wzmacniania jej odpornosci.
Cho¢ operatorzy dbajg o jako$¢ swojej sieci w granicach swoich mozliwosci
finansowych, to potrzeby przekraczajg dostepne srodki. Biorgc pod uwage skale
obciazen fiskalnych natozonych na przedsiebiorcéw, ktére wzrastajg w zwigzku z
podwyzkami licznych optat przewidzianych w PKE, w petni zasadne jest
zapewnienie, ze pobierane z tego tytutu srodki wrdca na rynek w celu wsparcia
niezbednych inwestycji.
W tym kontekscie PIIT wnosi o:
e wskazanie wprost na potrzebe uruchomienia przewidzianego juz w przepisach
PKE mechanizmu umowy inwestycyjnej, takze w odniesieniu do inwestycji
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odpornosciowych (nie tylko czysto zasiegowych) oraz rozszerzenia zakresu
dziatan finansowanych z Funduszu Szerokopasmowego o inwestycje
odpornosciowe;

e wprowadzenie kluczowego wskaznika realizacji tego celu poprzez wskazanie
roku, od ktdrego oba instrumenty zaczng by¢ faktycznie stosowane w celu
poprawy odpornosci sieci (w ocenie PIIT powinno to nastgpi¢ nie pézniej niz w
2027 r.).

VI Celei 1.1 Komunikacja Cel3 Postulujemy rozszerzenie dziatan przewidzianych w celu 1.1.3. o takie, ktore

czynniki elektroniczna odnoszg sie do zwiekszenia popytu na ustugi szybkiego internetu:

umozliwiajgce 1) taczenie informacji na temat nowych funkcji mObywatela czy innych

ich realizacje elektronicznych ustug publicznych z informacjami o rozwoju sieci
Swiattowodowych (w szczegdlnosci: lokalne akcje informacyjne we
wspotpracy z JST, na terenie ktérych funkcjonujg sieci budowane z
wykorzystaniem srodkéw publicznych);
rozszerzenie aktualnego modelu ulgi PIT na internet, w sposdb promujgcy
wykorzystanie sieci najwyzszych przeptywnosci, takze dla oséb, ktére
korzystaty z tej ulgi w przesztosci.

v Cel.e.l 11 Koml.JnlkaCJa Cel 4 Zgodnie z lit. ¢ na realizacje celu 1.1.4. majg wptynaé: ,Nowe inwestycje i innowacje

czynniki elektroniczna

umozliwiajgce
ich realizacje

dla rozwoju i rozbudowy krajowego potencjatu w zakresie szybkiej telekomunikacji,
opartej na satelitach i naziemnej infrastrukturze, w szczegdlnosci sieciach
komdrkowych nowych generacji (5G/6G) dla swiadczenia przez operatoréow
efektywnych kosztowo, wysokiej jakosci telekomunikacyjnych ustug
szerokopasmowych”. W ocenie PIIT z przytoczonego fragmentu mozna wyczytaé, ze
celem Ministerstwa Cyfryzacji jest m.in. finansowe wsparcie inwestycji w zakresie
sieci 5G. W zwigzku z tym podkreslamy znaczenie umowy inwestycyjnej jako
jednego z narzedzi, ktére mogg zwiekszy¢ krajowy potencjat.
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Ponadto wnosimy o dodanie punktu dotyczacego podejmowania dziatan
zmierzajgcych do zadbania o istnienie skutecznej konkurencji na rynku ustug
satelitarnych. Z punktu widzenia Polski i Europy kluczowym celem jest unikniecie
stworzenia nowych obszarédw zaleznosci od dostawcow z panstw trzecich. Istotne
znaczenie ma wiec z jednej strony budowanie lokalnych alternatyw (biorgc pod
uwage skale przedsiewziecia — przede wszystkim na poziomie europejskim), a takze
monitorowanie sytuacji rynkowej pod katem nadmiernej koncentracji na rynku
szybkiej transmisji satelitarnej.

Dodatkowo postulujemy, aby dziatania podejmowane w ramach celu 1.1.4.
uwzgledniaty takze wzmocnienie i modernizacje krajowej infrastruktury
naziemnej radiofonii i telewizji, ktéra — obok sieci mobilnych — stanowi fundament
krajowego potencjatu w zakresie odpornej i niezaleznej komunikacji elektronicznej.
Infrastruktura ta, utrzymywana przez wyspecjalizowanych operatoréw takich jak
Emitel, petni kluczowg role w zapewnianiu powszechnego dostepu do informacji, w
tym w kontekscie bezpieczenstwa panstwa, komunikacji kryzysowej i ciggtosci
dziatania instytucji publicznych. W zwigzku z tym uwazamy za zasadne, aby
mechanizmy wsparcia inwestycyjnego obejmowaty takze projekty
modernizacyjne i odpornosciowe dotyczace sieci nadawczych, co pozwoli na
zrownowazony rozwoj wszystkich elementow infrastruktury o strategicznym
znaczeniu.

VI Celei
czynniki
umozliwiajgce
ich realizacje

1.3
Cyberbezpieczeristwo

Wybierz
element.

Z uwagi na trwajgce prace nad nowg Strategig Cyberbezpieczenstwa RP na lata
2025-2029 sugerujemy, aby cele przewidziane w Strategii Cyfryzacji zostaty
okreslone w sposéb spdjny ze strategia specjalistyczng, czyli Strategia
Cyberbezpieczenstwa.

Tymczasem juz na gruncie celéw ogdlnych Strategia Cyfryzacji wymienia:
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Cel 1.3.1: Funkcjonujacy krajowy system cyberbezpieczeristwa jest dojrzaty i
efektywny

Cel 1.3.2: Cyberprzestepczosé jest skutecznie zwalczana

Cel 1.3.3: Systemy informacyjne w sferze publicznej (w tym militarnej) oraz
prywatnej posiadajg wysoki poziom odpornosci

Cel 1.3.4: Krajowa baza technologiczno-przemystowa w obszarze
cyberbezpieczenstwa posiada rozwiniety potencjat i cechuje sie wysokim stopniem
suwerennosci technologicznej

Cel 1.3.5: Kadry podmiotow krajowego systemu cyberbezpieczenstwa oraz
spoteczenstwo posiadajg Swiadomos¢ cyberzagrozen oraz wiedze i kompetencje w
zakresie cyberbezpieczenstwa

Cel 1.3.6: Polska posiada silng pozycje miedzynarodowa w obszarze
cyberbezpieczenstwa

Strategia Cyberbezpieczenstwa (projekt) postuguje sie zas niemal identycznie, ale
jednak inaczej zdefiniowanymi celami:

Cel szczegdtowy 1. Rozwdj krajowego systemu cyberbezpieczenstwa.

Cel szczegdtowy 2. Przeciwdziatanie i zwalczanie cyberprzestepczosci oraz
uzyskanie zdolnosci do prowadzenia petnego spektrum dziatan w cyberprzestrzeni.
Cel szczegotowy 3. Podniesienie poziomu odpornosci systemoéw informacyjnych w
sferze publicznej (w tym militarnej) oraz prywatnej.

Cel szczegdtowy 4. Zwiekszanie potencjatu krajowej bazy technologiczno-
przemystowej oraz wzmocnienie suwerennosci technologicznej Rzeczypospolitej
Polskiej w obszarze cyberbezpieczenstwa.

Cel szczegdtowy 5. Budowanie swiadomosci, wiedzy i kompetencji kadr podmiotow
krajowego systemu cyberbezpieczeristwa oraz obywateli i przedsiebiorcéw.
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Cel szczegdtowy 6. Wzmocnienie silnej pozycji miedzynarodowej Rzeczypospolitej
Polskiej w obszarze cyberbezpieczenstwa.

Same dziatania definiowane w ramach tych celéw sg juz jednak inne na poziomie
projektdw Strategii Cyfryzacji i Strategii Cyberbezpieczeistwa. Np. dla pierwszego
celu w jednej strategii zdefiniowano 6 dziatan, a w drugiej 5. W drugim celu jedna
strategia przewiduje 4 dziatania, druga 6.

Z perspektywy spdojnosci i przejrzystosci ww. strategii zasadnym jest, aby
postugiwaty sie identycznym zestawem generalnych celdw i dziatan, przy czym to
Strategia Cyberbezpieczenstwa powinna okresla¢ szczegdétowy sposdb ich
realizacji.

Zastrzegamy przy tym, ze nie jest jeszcze powszechnie znany koncowy tekst
Strategii Cyberbezpieczenstwa wiec by¢ moze zostato to juz zmodyfikowane, a tym
samym niniejsza uwaga bedzie nieaktualna.

VI Celei
czynniki
umozliwiajace
ich realizacje

1.3
Cyberbezpieczeristwo

Cel 4

Strategia uznaje, ze celem jest, aby krajowa baza technologiczno-przemystowa w
obszarze cyberbezpieczenstwa posiadata rozwiniety potencjat i cechowata sie
wysokim stopniem suwerennosci technologicznej. Wzmocnienie suwerennosci
technologicznej ma nastgpic¢ poprzez realizacje dziatan prowadzacych do
stworzenia polskich rozwigzan cyberbezpieczenistwa (sprzetowych i
programowych), co pozwoli na budowe krajowych kompetencji technologicznych i
przemystowych. Planuje sie rowniez rozwijanie krajowych rozwigzan i standardéw
kryptologicznych (w tym w zakresie kryptografii kwantowej i postkwantowej) w
celu zapewnienia, aby Polska dysponuje suwerennym potencjatem
kryptologicznym.

Zgadzamy sie, ze elementem suwerennosci jest zwiekszenie lokalnych kompetencji
i technologii. Jednak apelujemy, aby nie traktowaé suwerennosci niewykluczajgco.
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Wasko pojmowana polityka suwerenno$é cyfrowa stawiajgca na protekcjonizm z
natury rzeczy generuje znaczne koszty ekonomiczne i paradoksalnie moze ostabia¢,
a nie wzmacniac bezpieczenstwo, odpornosé i zdolnos¢ kraju do innowacji. Szybkie
tempo rozwoju sztucznej inteligencji oraz zmieniajacy sie globalny krajobraz
cyberbezpieczenstwa tylko potwierdzajg niezawodnosé wspdtpracy w celu
utrzymania przewagi technologicznej i zapewnienia dtugoterminowej odpornosci.
Wspotpraca z partnerami na poziomie UE czy NATO jest niezbedna, aby Polska
mogta sprosta¢ wyzwaniom ze strony Rosji, Chin i ich strefy wptywow.

W zakresie rozwijania krajowych rozwigzan i standardéw kryptologicznych,
apelujemy o udziat polskiej administracji w miedzynarodowych pracach
standaryzacyjnych, tak aby polskie rozwigzania byty zgodnie z najlepszymi
praktykami miedzynarodowymi. W ostatnim okresie aktywnos¢ legislacyjng w tym
zakresie zapowiedziata Komisja Europejska. Warto ukierunkowa¢ polskie
aktywnosci na te inicjatywe. Skupienie sie na polskich rozwigzaniach, moze
doprowadzi¢ do sytuacji niezgodnosci podejs¢, co moze skutkowaé zmniejszeniem
bezpieczenstwa oraz zwiekszeniem barier regulacyjnych.

VI Celei 1.4 Koordynacja Cel 2 W ramach koordynacji transformacji cyfrowej planuje sie przygotowanie rozwigzan,

czynniki cyfrowej ktére beda wspieraé uwzglednianie wymogdéw suwerennosci i bezpieczenstwa w

umozliwiajgce | transformacji kraju postepowaniach zakupowych na rozwigzania ICT w administracji publicznej, a takze

ich realizacje promowac polskich dostawcéw i dostawcdw z paniistw UE. Zwracamy uwage na
potencjalng niezgodnos¢ takich zapiséw z prawem UE oraz jego dyskryminacyjny
charakter. Sugerujemy, aby inspiracje czerpac z Cloud Sovereignty Framework,
ktore w pazdzierniku opublikowata Komisjg Europejska. Takie podejscie moze
zagwarantowac bezpieczenstwo, ktére mozna zdefiniowac przez bardzo konkretne
wskazniki.

VI Celei 2.4 Cyfrowa Wybierz W przedstawionym rozdziale wskazano dazenie do budowy Europejskiego Portfela

czynniki tozsamosé element. Tozsamosci Cyfrowej, ktédre ma zapewni¢ mozliwo$¢ sktadania kwalifikowanego
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umozliwiajgce
ich realizacje

podpisu elektronicznego dostepnego za darmo co najmniej do uzytku
nieprofesjonalnego. W uzupetnieniu znajdziemy takze informacje, ze ufatwienie
sktadania zdalnych kwalifikowanych podpiséw elektronicznych we wszystkich
krajowych ustugach publicznych jest wazne takze z tego powodu, Ze kwalifikowane
podpisy elektroniczne, w odrdznieniu od podpisu zaufanego i podpisu osobistego —
nie majg ograniczen formalnoprawnych w ich zastosowaniu i sq wazne zaréwno z
ustugach publicznych jak prywatnych w catej Unii Europejskiej

Wskazujgc przy tym cel okreslony w pkt 2.4.2, gdzie czytamy: Obywatel bedzie mogt
uzywac wszystkich trzech rodzajow podpisow elektronicznych w ustugach
publicznych (kwalifikowany podpis elektroniczny, podpis osobisty, podpis zaufany,
nasuwa sie pytanie, po co Skarb Panstwa ma utrzymywacé 3 rdwnolegte rozwigzania
podpisu elektronicznego w Polsce. Warto nadmienié, ze wskazana ,kompleksowa
inwentaryzacja istniejgcych mechanizméw” pozwoli na pokazanie realnej mnogosci
sektorowych takich ,,narzedzi podpisowych” w Polsce.

Obywatel nie powinien w ogdle zastanawiac sie jaki rodzaj podpisu elektronicznego
wybierze, poniewaz mechanizmy podpisu powinny by¢ zaszyte w procesach
udostepnianych  obywatelowi. Wraz z obligatoryjnym  wprowadzeniem
Europejskiego  Portfela Tozsamosci Cyfrowej z mozliwoscia sktadania
kwalifikowanego podpisu elektronicznego nalezy rozwazy¢ docelowe wycofanie sie
Panstwa z wykorzystywania innych rodzajéw podpiséw elektronicznych ktére
posiadajg ograniczenia formalnoprawne.

Bardzo waznym zagadnieniem poruszonym w tym samym punkcie jest weryfikacja
(walidacja) ztozonych podpiséw. Tu warto podkresli¢, ze obecnie tylko kwalifikowany
podpis elektroniczny jest automatycznie weryfikowany na zgodnos¢ z wymaganiami
elDAS w kwalifikowanych ustugach walidacji. Dodatkowo warto takze podkresli¢, ze
wytgcznie w przypadku kwalifikowanego podpisu elektronicznego mozna
automatycznie w ustudze walidacji potwierdzi¢ poprawnos$é oraz status prawny
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weryfikowanego (akceptowanego) podpisu. Kwalifikowany podpis, jak i
kwalifikowana ustuga walidacji sg realizowane w ramach ekosystemu ustug zaufania
UE zbudowanego zgodnie z wymaganiami elDAS jednolicie obowigzujgcymi w
panstwach cztonkowskich. Kazdy inny rodzaj podpisu nie jest tak uniwersalnym
instrumentem, gdyz swdj status i skutek prawny wywodzi albo z przepiséw lokalnych,
albo z deklaracji dostawcy rozwigzania lub stron transakcji. Dlatego realizacja idei
powszechnego obrotu elektronicznego na jednolitym europejskim rynku cyfrowym
wymaga odchodzenia od rozwigzan niestandardowych o zasiegu lokalnym, czy wrecz
resortowym.

Potgczenie bezpieczenistwa kwalifikowanej ustugi sktadania podpisu z
kwalifikowang ustugg jego walidacji daje holistyczne zabezpieczenie przed fraudami
dotyczgcymi naruszenia integralnosci dokumentdw i niezaprzeczalnosci procesu
sktadania podpisu. Rosngca ilo$¢ fraudéw dotyczgcych podpisanych dokumentéw,
stawia ustuge walidacji jako kluczowa w zapewnieniu holistycznej ochrony
cybersec.

VI Celei
czynniki
umozliwiajace
ich realizacje

2.5 Chmura
obliczeniowa

Wybierz
element.

Z niezrozumieniem przyjmujemy fragment dotyczacy ,,nierdwnowagi na niekorzysc
instytucji sektora publicznego”. Naszym zdaniem nierdwnowaga bierze sie z
zapozinienia technologicznego administracji publicznej, ktéra ciggle nie wdrozyta
nowoczesnych narzedzi, takich jak chmura obliczeniowa. Chmura jest podstawg nie
tylko dla nowoczesnych i tatwo skalowalnych ustug publicznych, ale tez i warunkiem
koniecznym dla rozwoju sztucznej inteligencji.

W odniesieniu do suwerennosci danych, chociaz lokalizacja danych moze wydawac
sie prostym rozwigzaniem problemoéw zwigzanych ze zgodnoscig i bezpieczenstwem
w chmurze obliczeniowej, czesto jest to btedne podejscie. Moze stwarza¢ fatszywe
poczucie bezpieczenistwa, a nawet wprowadzaé nowe wyzwania. Lekcja z Ukrainy
dobitnie pokazata skale potencjalnych zagrozen. Zamiast wskazywac na koniecznos¢
lokalizacji danych, korzystniej skupi¢ sie na:
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1. Kontroli rezydencji danych:

e Rzeczywista kontrola nad lokalizacjg danych: Wspétczesni dostawcy chmury
oferujg zaawansowane mechanizmy kontroli rezydencji danych, umozliwiajgce
klientom precyzyjne okreslenie, gdzie ich dane sg przechowywane, nawet do
konkretnego regionu lub strefy dostepnosci. Zapewnia to zgodnos¢ z lokalnymi
przepisami i regulacjami bez potrzeby scistej lokalizacji danych.

2. Domyslnym szyfrowaniu:

e Ochrona danych na wszystkich etapach: Wiodacy dostawcy chmury oferujg
domyslne szyfrowanie danych w spoczynku, w uzyciu i w tranzycie. Oznacza to,
ze dane sg chronione niezaleznie od ich fizycznej lokalizacji, co sprawia, ze
argument za lokalizacjg danych traci na znaczeniu.

e Zaawansowane techniki szyfrowania: Dostawcy chmury inwestujg znaczne
srodki w zaawansowane technologie szyfrowania, czesto przewyzszajgce
mozliwosci pojedynczych organizacji. Zapewnia to solidng ochrone danych
przed nieautoryzowanym dostepem i cyberzagrozeniami.

3. Ograniczeniu polityk bezpieczenstwa:

e Szczegdétowa kontrola dostepu do danych: Ograniczenia polityki bezpieczeristwa
danej organizacji pozwalajg administratorom zdefiniowa¢ szczegétowe
mechanizmy kontroli dostepu i polityki bezpieczenstwa dla swojego Srodowiska
chmurowego. Gwarantuje to, ze tylko upowazniony personel ma dostep do
poufnych danych, niezaleznie od miejsca ich przechowywania.

e Egzekwowanie zgodnosci: Te zasady mozna skonfigurowaé w celu
egzekwowania zgodnosci z okreslonymi wymogami prawnymi, takimi jak RODO
lub HIPAA, co dodatkowo zmniejsza potrzebe lokalizacji danych.

4. Kontroli ustug VPC:

e Bezpieczny obwdd danych: Kontrola ustug VPC tworzy bezpieczne srodowisko

wokot zasobéw chmury, zapobiegajac eksfiltracji danych i nieautoryzowanemu
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dostepowi. Stanowi to dodatkowg warstwe bezpieczenstwa, niezaleznie od
lokalizacji danych.

e Zarzadzanie danymi i kontrola: Kontrola ustug VPC umozliwia organizacjom
definiowanie jasnych granic dostepu do danych i ich udostepniania, zapewniajgc
zgodnos¢ i zmniejszajac ryzyko naruszenia danych.

Podsumowujac:

e Lokalizacja danych moze by¢ kosztownym i nie efektywnym podejsciem do
rozwigzywania probleméw zwigzanych z zgodnoscia i bezpieczenstwem.
Wspodtczesni dostawcy chmury oferujg szereg zabezpieczern uwzgledniajgcych
wymogi suwerennosciowe, ktdére zapewniajg wiekszg elastycznosé,
skalowalnosc¢ i bezpieczenstwo bez ograniczen zwigzanych ze $cistg lokalizacjg
danych.

e Podobne podejscie przyjeta Komisja Europejska opublikowanym w pazdzierniku
Cloud Sovereignty Framework.

Vi Celei
czynniki
umozliwiajgce
ich realizacje

2.5 Chmura
obliczeniowa

Cel1

Strategia w celu f) postuluje stworzenie ambasad danych, zlokalizowanych poza
granicami kraju jednostek umozliwiajgcych sktadowanie kluczowych danych i
informacji z rejestréw publicznych i teleinformatycznych systeméw panstwowych
oraz zapewnienie ciggtosci dziatania tych rejestréow i systeméw w przypadku
wystgpienia sytuacji kryzysowych na terytorium RP. Co do zasady zgadzamy sie z
takim podejsciem, wskazujemy jednak na jego kosztownosé. Jezeli Polske dotknie
sytuacja kryzysowa wymagajaca transferu danych, to lepszym rozwigzaniem bedzie
wykorzystanie komercyjnie dostepnej infrastruktury chmury publicznej, nawet
kosztem suwerennosci, niz utrzymywanie pustych centréw danych.

Dodatkowo w celu h) strategia przewiduje przyjecie rozwigzan legislacyjnych
ksztattujgcych warunki korzystnego rozwoju chmury obliczeniowej w Polsce oraz
wzmacniajgcych bezpieczenstwa i pewnosci prawnej w zwigzku z jej
wykorzystywaniem. Naszym zdaniem, korzystanie z chmury jest juz wystarczajgco
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uregulowane. Kolejne regulacje, do tego rzekomo celowane, tylko dodatkowo
skomplikujg i tak nietatwy krajobraz regulacyjny. Dlatego, rekomendujemy przyjecie
holistycznej polityki ,,Cloud First”.

Niedawna nowelizacja uchwaty WIIP jest krokiem w dobrym kierunku, jednak nie
uchwata z uwagi na nizszg range aktu prawnego nie powinna by¢ stanem
docelowym. Przyjecie polityki ‘Cloud First’ na poziomie ustawowym moze by¢ wazng
dzwignig symulujacg adopcje chmury obliczeniowej w sektorze publicznym i
potencjalnie innych branzach regulowanych, takich jak opieka zdrowotna i ustugi
finansowe.

Dobre praktyki w zakresie wdrazania chmury istniejg w réznych regionach $wiata, w
tym w Australii (Australijska strategia chmury obliczeniowej z 2014 r.), Wielkiej
Brytanii (Polityka ,,Chmura przede wszystkim” z 2013 r.), Stanach Zjednoczonych
(Federalna strategia chmury obliczeniowej z 2011 r.; Strategia ,,Cloud Smart” z 2018
r.).

Skuteczna polityka ,Cloud First” zalecataby, aby ustugi chmury publicznej byty
rozwazane w pierwszej kolejnosci w przypadku infrastruktury IT agencji rzagdowych i
miaty pierwszenstwo przed rozwigzaniami wytgcznie lokalnymi i chmurg prywatng —
pod warunkiem, ze dostawcy ustug chmurowych spetniajg niezbedne wymogi
bezpieczenstwa i miedzynarodowe standardy.

Ponizej przedstawiamy kluczowe obszary, na ktérych nalezy sie skupi¢, aby polityka
,Chmura przede wszystkim” odniosta sukces:

e Definiowanie ,Cloud First’”. Istniejg rézne globalne podejscia do definiowania,
co ,Cloud First” oznacza dla zasad zamoéwien publicznych w sektorze
publicznym. Uwazamy, ze polityka ,Cloud First” powinna wymaga¢ od
organizacji publicznych, aby najpierw oceniaty chmure publiczng, zanim rozwaza
inne rozwigzania przy zakupie ustug IT, a takze jasno wyjasniaty, jesli zdecyduja
sie nie korzystaé z tej opcji.
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Multicloud i chmura hybrydowa. W ramach zaméwien publicznych organizacje
publiczne bylyby zachecane do rozwazenia strategii multicloud i chmury
hybrydowej.

Wymagania dotyczace przenosnosci. Aby wesprze¢ realizacje strategii
multicloud/lub chmury hybrydowej, rozwigzania obejmujgce wymagania
migracji i przenoszenia danych muszg zosta¢ uwzglednione w ogdlnej ocenie w
ramach proceséw zamodwien publicznych przez organizacje publiczne jako jedno
z podstawowych kryteriow. Powyzisze moze réwniez pomdc w zapewnieniu
technicznego rozwigzania chronigcego przed ryzykiem nadmiernej koncentracji
(tzw. vendor lock-in).

Rezydencja i klasyfikacja danych. Polityka ,Cloud First” musi wyraznie zabraniac
zamawiajgcym nakfadania warunkédw dotyczacych lokalizacji danych w
okreslonej lokalizacji i segmentacji danych, poniewaz postanowienia te bytyby
sprzeczne z RODO i rozporzadzeniem UE w sprawie swobodnego przeptywu
danych nieosobowych. Jednak polityka ,,Cloud First” musi definiowaé jasne i
kompleksowe podejscie do klasyfikacji danych, ktére miedzy innymi mogtoby
okresli¢, ktore typy danych i systemow bytyby uwazane za gotowe do migracji
do chmury publiczne;j.

Zréwnowazony rozwdj Srodowiska. Zréwnowazony rozwdj Srodowiska powinien
by¢ traktowany jako obowigzkowe kryterium przez organizacje publiczne
wybierajace swoich dostawcdéw ustug chmurowych.

Zasady prywatnosci i bezpieczenstwa oraz miedzynarodowe standardy. Aby
zapewni¢ agencjom sektora publicznego maksymalng ochrone prywatnosci i
bezpieczenstwa w przypadku outsourcingu do chmury, polityka ,Cloud First”
moze definiowac zasady wysokiego poziomu i/lub ramy kontroli oparte na
ryzyku, ktére beda kierowaé ich procesem wyboru dostawcéw. Jednym ze
sposobdéw osiggniecia tego celu bytoby ustalenie minimalnego zestawu
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uznanych na arenie miedzynarodowej standarddw, zgodnie z ktérymi dostawcy
muszg posiadac certyfikaty, a takze obowigzujacych dobrowolnych kodekséw
postepowania branzowego.

Wspdtodpowiedzialnosé. W srodowisku chmurowym klienci i dostawcy ustug
dziatajg w oparciu o model wspdétodpowiedzialnosci, ktdry musi by¢ podkreslony
w polityce ,,Cloud First”.

Ramy umowne i model zamowien. Polityka ,Cloud First” musi zachowad
elastycznos$é¢ w odniesieniu do ram umownych, w ramach ktérych organizacje
publiczne dokonywatyby zakupdw u dostawcéw.

Walidacja i ocena kosztéw. Aby dodatkowo stymulowac przyspieszenie
wdrazania chmury w sektorze publicznym i zacheca¢ organizacje publiczne do
wprowadzania innowacji i eksperymentowania z rozwigzaniami chmurowymi,
polityka ,Cloud First” mogtaby pomdc w opracowaniu narzedzi do ustalania i
monitorowania celéw oszczednosci kosztéw wynikajgcych z outsourcingu w
chmurze, w tym jasnych wskaznikéw ilustrujgcych progres osiggany dzieki
chmurze. Wskazniki te nie powinny opierac sie wytacznie na cenie, ale mogtyby
obejmowaé mechanizm oceny oparty na wartosci dla potencjalnych rozwigzan
outsourcingowych.

Polityka otwartych danych w celu zwiekszenia wykorzystania uczenia
maszynowego za posrednictwem chmury. Poniewaz platformy chmurowe
utatwity dostep do technologii sztucznej inteligencji (Al) i uczenia maszynowego
(ML), umozliwiajgc firmom i organizacjom sektora publicznego wprowadzanie
innowacji w tej dziedzinie, polityka , Cloud First” moze sta¢ sie wazng dZwignia
promujgcg dostep do otwartych zbioréw danych rzgdowych do celéw
badawczych i szkoleniowych ML poprzez zasady otwartych danych.

Dalsze promowanie wdrazania chmury i podnoszenie kwalifikacji. W ramach
wdrazania polityki ,Cloud First” organizacje publiczne mogg wyznaczaé
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»Ambasadoréw Chmury” w sektorze publicznym, ktérzy bedg petnié role liderow
i promowaé chmure. Krytyczne znaczenie ma réwniez zaspokojenie potrzeby
podnoszenia kwalifikacji pracownikéw sektora publicznego, ktérych obcigzenia
pracg zostang przeksztatcone za pomoca technologii chmurowych.

VI Celei 2.5 Chmura Cel3 Strategia przewiduje, wsparcie dla podmiotéw publicznych w nabywaniu, wdrazaniu
czynniki obliczeniowa i wykorzystywaniu systemow i rozwigzan informatycznych w oparciu o ustugi
umozliwiajgce chmurowe. Popieramy takie podejscie, jednak wskazujemy, ze dotychczasowe
ich realizacje modele wsparcia byly nieefektywne (ZUCH) na co wskazywata np. Najwyzsza Izba
Kontroli. Warto, aby Strategia wspomniata jak ZUCH miatby by¢ zreformowany, tak
aby 1) unikng¢ skomplikowane procedury zakupdéw ustug przez ZUCH, 2) zwiekszenia
katalogu ustug dostepnych w platformie, 3) zwiekszenie elastycznosci mechanizméw
ZUCH tak, aby nadazaty za dynamicznie zmieniajgcymi sie modelami rozliczen w
chmurze publicznej (np. pay-as-you-go).
Zwracamy tez uwage na potencjalng sprzecznosc celéw b) dot. Zawierania umow
ramowych i uproszczonych uméw wykonawczych z pkt. c) dotyczagcym reformy
ZUCH. Nie jest jasne, ktdra Sciezka bedzie przebiegat proces zakupowy oraz jakie typy
ustug bedzie obejmowat.
Vil Celei 3.3 Branze kreatywne | Wybierz Sektor kreatywny zostat w Strategii wymieniony, jednak potraktowany gtéwnie w
czynniki element. kategorii digitalizacji zasobow kultury i kompetencji cyfrowych. Brakuje celéw
umozliwiajgce gospodarczych dotyczacych skalowania dziatalnosci, eksportu tresci i ustug
ich realizacje cyfrowych oraz wykorzystania Al (np. generatywnej) w przemystach kreatywnych
Vi Celei Gospodarka i Transport Transport pojawia sie w Strategii jedynie kontekstowo. Brakuje celdw sektorowych
czynniki technologie odnoszacych sie do cyfryzacji, automatyzacji, logistyki danych czy zastosowan Al.
umozliwiajgce Wnosimy o uzupetnienie Strategii o sektorowe cele dla transportu i powigzanej
ich realizacje logistyki.
VI Celei Gospodarka i Energetyka Energetyka jest wskazana jako obszar oddziatywania transformacji cyfrowej, jednak
czynniki technologie Strategia nie definiuje dla tego sektora zadnych celéw ani planu dziatan w zakresie
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umozliwiajgce
ich realizacje

cyfryzacji i zastosowan Al (np. zarzadzanie sieciami, prognozowanie, elastycznosc¢
popytu). Postulujemy rozwazenie energetyki jako jednego z kluczowych sektoréow
transformacji cyfrowej

VI Celei Gospodarka i Nauka i B+R Strategia definiuje cele zwigzane z dostepem do mocy obliczeniowej i danych dla
czynniki technologie nauki, jednak brak powigzania tego obszaru z sektorowg transformacjg gospodarki
umozliwiajgce oraz transferem technologii do przemystu i ustug. Proponujemy wzmocnienie watku
ich realizacje komercjalizacji i zastosowan gospodarczych wynikéw cyfryzacji B+R.
VI Celei Gospodarka i Przemyst / Przemyst nie zostat w Strategii wyrdzniony jako odrebny sektor transformacji
czynniki technologie produkcja cyfrowej. Brakuje odniesienia do przemystowej transformacji cyfrowej i Al (Industry
umozliwiajgce 4.0/5.0), mimo jej istotnego znaczenia dla produktywnosci i konkurencyjnosci
ich realizacje gospodarki.
VI Celei Gospodarka i Sektor ustug W Strategii nie zdefiniowano celow ani dziatan dla kluczowych sektoréw ustugowych
czynniki technologie rynkowych gospodarki, takich jak finanse, handel czy e-commerce, mimo ich wysokiego stopnia
umozliwiajgce (finanse, cyfryzacji i znaczenia dla PKB. Postulujemy uzupetnienie dokumentu o refleksje
ich realizacje handel, e- sektorowg w tym zakresie.
commerce)

Vi Celei Gospodarka i Przemyst Strategia nie definiuje mierzalnych celdw rozwoju przemystu cyfrowego (liczby
czynniki technologie cyfrowy / startupéw, produktéw i ustug cyfrowych, w tym Al), ani nie powigzuje ich z
umozliwiajgce sektor ICT kluczowymi sektorami gospodarki. Postulujemy uzupetnienie Strategii o ilosciowe
ich realizacje cele rozwoju przemystu cyfrowego, rozumianego jako Zrddto innowacyjnych

produktow i ustug dla sektoréw takich jak zdrowie, energetyka, transport czy sektor

kreatywny.
Vi Celei Gospodarka i Przemyst Zaréwno Strategia Cyfryzacji Panstwa, jak i Polityka rozwoju sztucznej inteligencji nie
czynniki technologie (manufacturing) | traktujg przemystu jako petnoprawnego sektora transformacji cyfrowej i Al

umozliwiajace
ich realizacje

Postulujemy uwzglednienie przemystu na liscie kluczowych sektoréw Strategii, z
uwagi na jego istotny udziat w PKB i eksporcie oraz wysoki potencjat do zastosowan
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Al (Al+), prowadzacych do wzrostu produktywnosci, tworzenia innowacyjnych
produktéw i rozwoju krajowego przemystu cyfrowego.

VI Celei 4.8 Cyfrowa Wybierz Strategia wskazuje rolnictwo jako sektor wymagajacy cyfryzacji, jednak cele i

czynniki modernizacja element. dziatania koncentrujg sie gtéwnie na modernizacji administracyjnej i informacyjne;j.

umozliwiajgce | rolnictwa Brakuje odniesienia do transformacji produktywnosci sektora, wykorzystania Al i

ich realizacje analityki danych oraz rozwoju krajowych dostawcédw rozwigzan cyfrowych dla
rolnictwa.

Vi Celei 4.1 Cyfrowa Wybierz Cele w tym obszarze koncentrujg sie na upowszechnianiu technologii w

czynniki transformacja element. przedsiebiorstwach, pomijajac rozwdj polskich dostawcow technologii i ustug

umozliwiajgce | przedsiebiorstw cyfrowych. Proponujemy dodanie celu odnoszacego sie wprost do zwiekszenia liczby

ich realizacje i skali polskich firm dostarczajgcych rozwigzania cyfrowe (w tym Al, software, ustugi
chmurowe), wraz z adekwatnymi wskaznikami.

VIl System 1.1 Komunikacja Cell Cel na poziomie 100% (od 2030 r.) w kontekscie zapewnienia zasiegu sieci

wdrazania elektroniczna stacjonarnej jest nierealistyczny. Postulujemy ograniczenie sie do poziomu 99%, co
i tak jest podejsciem ambitnym.

VIl System 1.1 Komunikacja Cel 2 Zaproponowane poziomy zasiegu przyjete dla sieci mobilnych sg nieracjonalne. W

wdrazania elektroniczna ocenie PIIT nalezy je powigzaé z poziomami wynikajacymi z zobowigzan w
rezerwacjach czestotliwosci, gdzie docelowg wartoscig dla pokrycia zasiegiem
gospodarstw domowych przez kazdego z MNO jest 99%. | wartosc ta nie dotyczy
sieci 5G, ale sieci dowolnej technologii, ktéra zapewnia przepustowosé na poziomie
95 Mb/s i opdznienie na poziomie 10 ms.

VIl System 1.1 Komunikacja Wybierz W nawigzaniu do uwagi zgtoszonej do czesci 1.1. Komunikacja elektroniczna, PIIT

wdrazania elektroniczna element. wnosi o0 wprowadzenie wskaznika realizacji celu polegajgcego na uruchomieniu

przewidzianego juz w przepisach PKE mechanizmu umowy inwestycyjnej, poprzez
wskazanie roku, od ktdrego oba instrumenty zaczng by¢ faktycznie stosowane w
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celu poprawy odpornosci sieci (w ocenie PIIT powinno to nastgpi¢ nie pdzniej nizw

2027 r.).
VIiI Wybierz element. Wybierz Rozdziat ,Finansowanie” wskazuje potencjalne Zzrddta srodkdéw, lecz nie zawiera
Finansowanie element. ramowego budzetu Strategii, podziatu sSrodkéw na obszary ani priorytetéow

wydatkowych. Postulujemy uzupetnienie Strategii o syntetyczny plan finansowy,
umozliwiajgcy ocene wykonalnosci celéw

Vil Wybierz element. Wybierz Wnosimy o wskazanie w zakresie Zrédet finansowania wprost umowy
Finansowanie element. inwestycyjnej, o ktérej mowa w Prawie komunikacji elektronicznej. W ocenie PIIT
bezposrednia konwersja optat na inwestycje bytaby stosunkowo prostym i
efektywnym sposobem na osiggniecie celéw w zakresie zwiekszenia odpornosci
sieci telekomunikacyjnych oraz uzupetnienia zasiegu w najtrudniejszych
inwestycyjnie obszarach.

1. Uwagi o charakterze ogélnym

Lp. | Tres¢ uwagi

1 | Strategia Cyfryzacji Panstwa identyfikuje wybrane sektory gospodarki, jednak tylko w nielicznych przypadkach przektada to na konkretne cele i
dziatania sektorowe. W obecnym ksztatcie dokument nie stanowi sektorowej strategii transformacji cyfrowej gospodarki.

2 | Brakuje wskazania sektoréw priorytetowych dla transformacji cyfrowej i Al oraz dokonania swiadomych wybordéw strategicznych w tym
zakresie. Postulujemy rozwazenie wzmocnienia komponentu sektorowego Strategii

3 | Transformacja Al w Strategii ma charakter horyzontalny i narzedziowy. Nie przypisano jej do konkretnych sektoréw gospodarki jako zrddta
trwatej przewagi konkurencyjne;j.

4 | Spdjne potraktowanie w Strategii i Polityce Al kluczowych sektoréw transformacji cyfrowej oraz transformacji Al zwiekszytoby jej spdjnosc z
polityka gospodarczg i przemystowa panstwa oraz poprawito jej uzytecznosé wdrozeniowg
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Spéjnos¢ dokumentdw strategicznych panistwa ma kluczowe znaczenie dla skutecznosci polityk publicznych. Strategia Cyfryzacji Parstwa oraz
Polityka Rozwoju Sztucznej Inteligencji powinny wzajemnie sie uzupetnia¢ — zaréwno na poziomie wyboru sektoréw priorytetowych, jak i
definiowania celéw oraz instrumentéw ich realizacji. Brak spdjnosci utrudnia wdrazanie, ostabia sygnaty inwestycyjne dla rynku oraz ogranicza
mozliwosé koncentracji zasobéw publicznych na obszarach o najwiekszym potencjale rozwojowym. Jednoczesnie doswiadczenia sektoréw, dla
ktorych Strategia przewiduje pogtebione podejscie (np. rolnictwo), pokazujg, ze ujecie sektorowe pozwala przejs¢ od ogolnych deklaracji do
konkretnych celéw, dziatan i efektdw gospodarczych. Zastosowanie analogicznego podejscia do innych sektoréw, w szczegélnosci przemystu,
wydaje sie uzasadnione zaréwno z perspektywy skali gospodarki, jak i potencjatu technologicznego.
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